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ACT
of 15 March 2002
on electronic signature and on the amendment and supplementing of certain actsas
amended by Act No. 679/2004 Coll., Act No. 25/2006 Coll., Act No. 275/2006 Coall., Act
No. 214/2008 Coll. and Act No. 289/2012 Caoll.

The National Council of the Slovak Republic adopteslfollowing Act:

PART |

Article 1

Subject of the Act

(1) This Act arranges relationships arising in relatiorthe creation and the use of the
electronic signature, the rights and the obligatioh natural persons and of legal entities in
using the electronic signature, the credibility ahe protection of electronic documents

signed by the electronic signature.

(2) The Act can be used in the closed systems unlbssvate agreed by participants.

Article 2

Definitions

For the purposes of this Act the following defiaits shall apply:
(@) "Document” is any finite non-empty sequence of abgars;
(b) "Digital document” is a numerically encoded docutnen

(c) "Electronic document” is a digital document mained at a physical carrier,
transmitted or processed by technical means inlestrenic, a magnetic, an optic or
other form;

(d)"Signed electronic document” is an electronic doeaimmfor which an electronic
signature has been created, if this electronic dwau is available together with the

electronic signature of the respective document;



(e) "Private key" is secret information serving for ttreation of the electronic signature

of the electronic document;

(f) "Public key" is an information available to a vesif this information serves for the

verification of the correctness of the electronignature created by a private key
belonging to a given public key;

(g) "Signature-creation device" is technical equgmnor software, or algorithms or

a combination thereof, by means of which the sigrnatcan create an electronic
signature of an electronic document on the basanotlectronic document and a private
key;

(h) "Secure Signature-Creation Device" is a device creation of the electronic

signature complying with the requirements laid dawrhe present Act and serving for

creation of qualified electronic signatures;

(i) "Signature-verification device" is technicaliegment or software, or algorithms, or a
combination thereof, by means of which the verjf@r the basis of the signed electronic
document and the public key belonging to a prikatg that was used for the creation of

this electronic signature, can verify the correstnef the electronic signature;

() "Closed system" is a system serving exclusiyelythe own needs of the users of such
a system, such a system is established on thedfammsagreement of system users and the
access to the system is available only to systeansughe information system of public

administratio® is not a closed system;

(k) "Certification service" comprises in particuldine issuance of certificates, the
revocation of certificate validity, providing the ertificate revocation list,
acknowledging the existence and validity of cestifes, searching for and providing

issued certificates;

() "Accredited certification service" is
1. the issuance of qualified certificates, the matmn of qualified certificate validity,
providing the list of revoked qualified certificateacknowledging the existence
and validity of qualified certificates, searching fand providing issued qualified

certificates (hereafter referred to as the qualitiertificate administration);

Y Article 2 letter (b) of the Act No. 275/2006 Cadin Information Systems in Public Administratiamdeon the
amendment and supplementing of certain acts.



2. the long-term preservation of electronic docutmeigned by a qualified electronic
signature;

3. the issuance of time stamps;

(m) "Certification activity" is the provision of d#fication services, accepting
applications for issuance of a certificate, maiatece of records, operations of
required technical equipment and other activitiexeassary to provide certification

services;

(n) "Administration of certificates” is certificatesuing, verification of certificate validity,

certificate revocation, certificate archiving, asettification activities related thereto;

(o) "Products for the electronic signature" arehtecal equipments and software, or their
relevant parts intended for the certification seevproviders to carry out certification

activities or intended for the electronic signatcreation and verification;

(p) "Certification services provider" is a natunaérson — entrepreneur or a legal

entity carrying out certification services;

(q) "Certification authority” is a certification seces provider who administers the

certificates pursuant to letter (n) above;

(r) "Accredited certification authority” is a cditiation authority providing accredited
certification services pursuant to this Act, andtthas the accreditation of the National
Security Authority (hereafter referred to as the NSA) to provide sefices;

(s) "Registration authority” is a certification gees provider, who on behalf of the
certification authority, performs selected cerafion activities and mediates the services
of the certification authority to certificate holdeand applicants for issuance of a
certificate;

(t) "Signatory" is a natural person who is the leoldf a private key and who by this key
is able to create an electronic signature of actreleic document;

(u) "Certificate issuer" is a certification authgror the NSA,;

(v) "Certificate holder" is:

1. a natural person to whom a certificate is issued bgrtification authority pursuant

2 Article 34 of the Act No. 575/2001 Coll. on Orgaaiion of activities of the government and orgatiiraof
central state administration.



to this Act,
2. a certification authority,

3. the NSA;

(w) "Verifier of the electronic signature" is a oedl person or a legal entity, who
through a device for the electronic signature ie&ifon, a public key, a signed electronic
document and an electronic signature of this doctiroan verify the validity of a given

electronic signature;

(x) "Secure device for time stamp creation” is techl equipment and software
complying with the requirements of this Act andttican create a time stamp of the
given electronic document on the basis of time ddte respective electronic

document and a private key produced for this pugpos

(y) "Electronic Registry" is a technical deviceented especially for accepting, sending
and confirmation of electronic documents, electcomiocuments signed by the
electronic signature and electronic documents sighg the qualified electronic

signature.

Article 3

Electronic Signature

(1) The electronic signature is information attasttoe otherwise logically linked to

an electronic document. The electronic signaturall scomply with the following

requirements:

(@) It may not effectively be created without knowledge the private key and the
electronic document;

(b) On the basis of the knowledge of this informationl @ahe public key belonging to
this private key used in creation of this infornoatiit may be verified that the
electronic document, to which it is attached oreotéise logically linked, is equal to
the electronic document used for its creation.

(c) It contains a piece of information that identiftee signatory.

(2) The signatory creates the electronic signatfran electronic document so that

on the basis of his/her private key and the elestrdocument he/she creates new data



complying with the requirements pursuant to parprél) above.

Article4

Qualified electronic signature

(1) The qualified electronic signature is an eleotc signature that must comply
with the requirements of Article 3 hereof:

(@) it is created by means of a private key intendedtli@ creation of the qualified
electronic signature;

(b) it may be created only with the secure signatuesation device pursuant to
Article 2, letter (h);

(c) the manner of its creation enables the identificain a reliable manner of which
natural person created the qualified electroninaigre;

(d) a qualified certificate to the public key belongitggthe private key is issued, and

this private key is used for the creation of thaltied electronic signature.

(2) The qualified electronic signature is valid, if

(a) there is a qualified certificate of the public Keglonging to the private key used for
the creation of the given electronic signature;

(b) it is provable that the qualified certificate puastli to letter (a) was valid at the
time of creation of the given electronic signature;

(c) the electronic document to which the qualified &legic signature is attached or
otherwise logically linked is equal to the documased for its creation and that is
verified through the use of the public keyvean in the qualified certificate

pursuant to letter (a) above;

(3) The signatory shall create the qualified electraignature of an electronic document
so that he/she produces new data complying witagoaph (1) on the basis of his/her private

key and the given electronic document, using tloeiisesignature-creation device.

(4) The generally binding legal regulation issued by NMSA shall stipulate the format

and method of the qualified electronic signatuesaton.

(5) The public key belonging to the private key intethder the creation of the NSA

gualified electronic signature shall be releasethim manner as set out in the generally



binding legal regulation issued by the NSA.

(6) The NSA qualified electronic signature shall beidral the electronic document to
which this qualified electronic signature is attaglor otherwise logically linked is equal to
the document used for its creation, where this lbeesn verified through the use of the

NSA public key released in the manner pursuanatagraph (5).

Article5

Use of the electronic signature

(1) The electronic signature or the qualified electcomignature is used in contact
with bodies of the public administration. If the adjfied electronic signature is used in
contact with the public administration then the Iffiead certificate must be issued by the

accredited certification authority and must contampersonal number of the certificate holder.

(2) The verifier verifies the electronic signature tngb a device for verification
of electronic signatures using the signed electrdicument and the public key belonging to

the given signatory.

(3) While verifying the electronic signature the veifimay request the verification of
authenticity of the public key that means the veation, whether the given public key belongs

to the signatory. For this purpose the signatgyldic key certificate may be used.

(4) While verifying the qualified electronic signatutiee verifier shall on the basis of
the qualified certificate of the public key verifyhether the public key for the qualified

electronic signature verification belongs to thgnaitory.

(5) The generally binding legal regulation issued the NSA shall stipulate details
concerning conditions of validity for qualified eteonic signatures, the procedure for

verification and conditions of the qualified elextic signature verification.

Article 6

Certificate

(1) A certificate is an electronic document through eththe issuer of this certificate

acknowledges that the public key given in thisifiedte belongs to the person/entity to



which this certificate is issued (hereafter reféne as the certificate holder).

(2) The certificate comprises the body of the certiiecand the electronic signature of

the body of the certificate.

(3) The body of the certificate is an electronic docamim particular comprising
the following:

(a) identification data of the issuer of this certiiea

(b) the identification number of the certificate;

(c) identification data concerning the certificate restd

(d) the date and time of the beginning and the endhlidity of the certificate;

(e) the public key of the certificate holder;

() an identification of algorithms for which the givpablic key is intended for;

(9) an identification of algorithms used in creationtloé electronic signature of the body

of the certificate.

(4) The certificate issuer creates the electronic sigeaof the body of the certificate

using a private key intended for it.

(5) A pseudonym may be also used as identification dfatiae certificate holder pursuant
to paragraph (3) letter (c), however solely on lthsis of data that the certification authority
obtains from the applicant in submitting an applmafor issuance of a certificate and on the
basis of which there may be unambiguously deterdhthe identity of the given certificate
holder. The certification authority shall state egsly in the certificate that it quotes the

pseudonym of the certificate holder as the iderifon data.

(6) A cross certificate is a certificate issued by ¢eeification authority for a public key

of another certification authority.

(7) A certificate of an accredited certification autityfrs the certificate which
(a)was issued by the NSA to the accredited certificasiuthority,
(b)has quoted therein a purpose for which it has b@ended for,

(c) has a body of the certificate signed by the NSAtedmic signature.

(8) A cross certificate of an accredited certificatarthority is the cross certificate which:

(a) was issued by the accredited certification autiidatanother accredited certification



authority,
(b) has quoted therein that it is the cross certificate
(c) has a body of the certificate signed by the eleetrsignature of the accredited

certification authority.

(9) The NSA certificate is the certificate which fuffilthe requirements pursuant to

paragraph (7) letters (b) and (c) and was issuatidWSA to the own public key of the NSA.

(10) The generally binding legal regulation issigdthe NSA shall stipulate the format
and content of certificates pursuant to paragrapfsto (9) and details about their

administration.

Article7

Qualified certificate

(1) The qualified certificate is a certificate of a matl person complying with the
requirements pursuant to Article 6 and

(@) has been issued by an accredited certificationositytto a natural person,

(b) has quoted therein that this certificate is thdifjed certificate,

(c) has quoted therein constraints concerning the figsbad certificate, if a relying
party distinguishes such constraints,

(d) has the body of the certificate signed by the eteut signature of the
accredited certification authority, and this elenic signature has been created by

using a private key intended for this purpose.

(2) The qualified certificate shall be valid at the @émperiod for which its validity is
verified, if

(a) this time period is between the beginning and tieead# validity of the certificate,

(b) the electronic signature of the body of the cexditie is valid,

(c) this certificate has not been revoked over thigtpariod.

(3) The qualified certificate pursuant to paragréijhmay be also issued to
(a) a natural person acting on behalf of another ngteraon, the natural person — entrepreneur

or the legal entity (hereafter referred to as autiegd person),



(b) a natural person who is authorized to perform iievpursuant to a special regulatiéh,
(c) a natural person who carries out functions pursoeaspecial regulatic?,

(d) a natural person who is a public officidl.

(4) An accredited certification authority shallussa qualified certificate to a natural person
pursuant to paragraph (3) letter (a) who shall s authorization to act on behalf of a depuatize

person or a natural person who shall prove itgipogpursuant to paragraph (3) letters (b) to (d).

(5) The qualified certificate issued pursuant tageaph (3) shall be used by a certificate holder
to prove the authorization pursuant to paragrapHefgers (a) and (b) or to prove the position

pursuant to paragraph (3) letters (c) and (d).

(6) In case the authorization of persons pursuamatagraph (3) letter (a) was annulled or
ceased to exist, a deputized person is obligeddy &r the certificate revocation forthwith. lase
the deputized person died, was certified deadeddasexist or was annulled, the certificate holder
is obliged to apply for the certificate revocatidm.case the authorization of persons pursuant to
paragraph (3) letter (b) or the position of pergamsuant to paragraph (3) letters (c) and (d) was
annulled or ceased to exist, the relevant publibcaity is obliged to apply for the certificate

revocation forthwith.

(7) The qualified certificate issued to a natuealspn pursuant to paragraph (3) letters (b) to (d)

cannot contain the pseudonym pursuant to Arti¢s).6

(8) The generally binding legal regulation issugdh®e NSA shall stipulate the format and

content of qualified certificates and details abibeir administration.

2 For example the Slovak National Council Act No38®92 Coll. on Notaries and Notarial Activitiesh@
Code of Notarial practice) as amended, the Act B86/2003 Coll. on Advocacy and on the amendment and
supplementing of the Act No. 455/1991 Coll. on Siiiahde Business (The Trade Licence Act) as ameritied
Slovak National Council Act No. 233/1995 Coll. omdeutors and Execution (Code of Execution Procgdure
and on the amendment and supplementing of certaias amended, the Act No. 382/2004 Coll. on Esper
Interpreters and Translators and on the amendmmens@pplementing of certain acts as amended.

%) For example the Act No. 385/2000 Coll. on Judges dudicial Apprentices and on the amendment and
supplementing of certain acts as amended, the AcfiBi3/2001 Coll. on Prosecution as amended.

29 Article 2 (1) of the Constitution Act No. 357/20@®ll. on Public Interest Protection at PerformaatBublic
Functions as amended by Act No. 545/2005 Caoll.



Article 8

Certificate Revocation List

(1) A certificate revocation list is an electronic dawnt through which the certificate

issuer, administrating certificates, notifies anpagure revocation of their validity.

(2) The certificate revocation list comprises a bodyhaf certificate revocation list and an

electronic signature of the body of the certificaeocation list.

(3) The body of the certificate revocation list &®n electronic document
comprising in particular the following:

(a) identification data of the certificate issudmanistrating certificates;

(b) the date and time of the issuance of the certdicatocation list;

(c) the date and time of the latest issuance of furtbeificate revocation list;

(d) a list of the certificate identification numbersathad been revoked together with the

date and time of their revocation.

(4) The electronic signature of the body of the ceztife revocation list is created by

a certificate issuer administrating such certigsatusing a private key intended for it.

(5) The certificate revocation list containing qualdieertificates is the certificate
revocation list through which the qualified cexdie issuer, administrating such
certificates, notifies a premature revocation ditlvalidity. The certificate revocation list
containing qualified certificates shall comply witie requirements pursuant to paragraphs
(1) to (4), and concurrently:

(@) has been issued by an accredited certificationoaitghor by the NSA;

(b) the electronic signature of the body of the ceazdife revocation list is created using

a private key intended for this purpose;
(c) the accredited certification authority or the N$A&ued a certificate to the public key

belonging to the private key pursuant to letter (b)

(6) The generally binding legal regulation issuegl the NSA shall stipulate the
format, the periodicity of issuing, and the manokissuance of the certificate revocation list

containing qualified certificates.



Article9

Time stamp

(1) "Time stamp"” is the information attached or estiise logically linked to an

electronic document and must comply with the folloywequirements:

(a) it cannot be created effectively without knowleddea private key intended for this
purpose and without an electronic document;

(b) on the basis of the knowledge of the public keyobging to a private key used
for its creation, it is possible to verify that tleéectronic document to which it is
attached or otherwise logically linked is equattie electronic document used for its
creation;

(c) an accredited certification authority has aedat using a private key intended for this
purpose;

(d) it may be created solely by using a secure devmetime stamp creation
pursuant to Article 2, letter (x); the generallynting legal regulation issued by
the NSA shall stipulate details concerning the nespents for such a secure device;

(e) an accredited certification authority has issuedeatificate to the public key
belonging to a private key used for its creation;

() it enables unambiguously to identify the date ¢ghe time when it has been created.

(2) The generally binding legal regulation issusdtibe NSA shall stipulate the format
and the manner of time stamp creation, requiremfamtshe source of time data for time

stamp as well as the requirements for the maintanahtime stamp documentation.

Article 10

The NSA

(1) The NSA is the central body of the state administnafor the electronic signature.

(2) The NSA shall meet the following roles:
(@) Conducting supervision over the observanchisfAct (Article 11);
(b) Considering applications for accreditation of dectition authorities acting in the

territory of the Slovak Republic; granting and withwing accreditation to



certification authorities; issuing certificatesamfcreditation;

(c) Issuing certificates of public keys pursuant to il 6 (7) to the NSA-
accredited certification authorities;

(d) Releasing its own public key pursuant to Articlé5¥ and issuing the certificate of its
own public key pursuant to Article 6 (9);

(e) Issuing certificates of public keys to foreign deration authorities pursuant to
Article 17 (1) letters (a) and (c);

() Recording certification authorities operating ie tBlovak Republic;

(g9) Maintaining a list of accredited certificati@uthorities operating in the territory of
the Slovak Republic and a list of certification laarities the accreditation of which
has been withdrawn by the NSA; such a list is @higld by the NSA on its website;

(h) Revoking a certificate which has been issuednt@ccredited certification authority,
if the NSA withdraws the accreditation of the aclited certification authority, or
if that accredited certification authority termieatits activity;

(i) Maintaining the register of foreign certificati authorities whose certificates were
recognized by the NSA for the usage in the tewitidrthe Slovak Republic;

(j) Certificating products for the electronic siguia, in particular the secure signature-
creation devices and the secure devices for timamst creation, issuing
recommendations, standards, and guidelines in fie&l fof the electronic
signature;

(k) Performing tasks arising from this Act; for f@@ming its tasks the NSA may request
for cooperation also other state bodies and otatral persons and legal entities;

() Providing the accredited certification servidgeshe NSA officials and employees and
upon request to officials of the police force amdgpoyees of the Ministry of Interior
of the Slovak Republic to perform the tasks stifrdaby a special regulatidh, to
officials of armed forces and employees of the Btinyi of Defence of the Slovak
Republic to perform the tasks stipulated by a spewgulatior?’ to officials and
employees of the Slovak Information Service, to llyges of the Ministry of Justice

of the Slovak Republic, to courts of the Slovak ®Ram and to the office of public

2% Article 11 letters (a) and (d) of the Act No. 52801 Coll. as amended.
2 Article 12 letters (a) to (g) of the Act No. 52801 Coll. as amended by the Act No. 78/2005 Coll.



prosecution to perform the tasks stipulated byexisp regulatiorf?

(m) Maintaining a list of all issued qualified dédates together with the information on
their validity sent pursuant to Article 14 (3) katt(e) and providing the information
from that list;

(n) Issuing certificates to the NSA-accredited ifiedtion authorities for the time stamp
service pursuant to Article 2 letter () point 3;

(o) Providing the European Commission and MembateStof the European Union with
lists of accredited certification authorities oparg in the territory of the Slovak
Republic, with lists of certification authoritieshase accreditation was withdrawn by
the NSA, with information from the register of faye certification authorities whose
certificates were recognized by the NSA for thegesm the Slovak Republic, and
informing forthwith the European Commission and MxmStates of the European

Union of each change and additional informatiorvjuted.

(p) Maintaining a list of electronic addresses bé tlocation of public authorities’

electronic registries which is published by the N&Aits website.

(3) Requirements for the administration of qualifieertificates by an accredited

certification authority shall be also applicabldglie NSA.

Article11

Supervision

(1) The NSA may supervise a certification authorgtince the date when that

certification authority has notified the NSA of theginning of its activity. A supervision of

the certification authority also includes the swp@on of registration authorities acting on

behalf of that certification authority.

(2) For the purposes of conduct of the supervighmn certification authority shall be

obliged to enable the empowered NSA personnelhe ibevitable extent, to enter the

business and operational rooms, upon request teempirethe completed documentation,

records, documents, papers, as well as other stipgalocuments related to its activity, to

enable in the inevitable extent the access to tii@rimation system and to provide the

29 Act No. 757/2004 Coll. on Courts and on the ameswinand supplementing of certain acts as amended.

Act No. 153/2001 Coll. as amended.



information and required cooperation.

(3) The NSA personnel appointed to conduct the rsigien is authorized to require
cooperation and information related to the conadficertification activities from the personnel
of a supervised accredited certification authorit§, a certification authority, or of a
registration authority. The personnel conducting shipervision shall be obliged to maintain
confidentiality regarding the matters learnt in tleenducting of supervision. The
obligation to maintain confidentiality shall contie also after the termination of the
relationship with the NSA. The personnel are ndigeld to maintain confidentiality if the

specific act stipulates so.

(4) If the certification authority or the accrediteertification authority has utility or
business premises located outside the territorythef Slovak Republic, the supervision
pursuant to Article 11 shall be replaced by an tacdinduct pursuant to Article 25 and the

NSA requirements.

(5) If the NSA in conducting the supervision idées that the certification authority

breaches its obligations arising from this Actnay in particular:

(@) Restrict, maximum for a 3-month period, or Bacertification authority to conduct
or continue with the conduct of any of the cergéfion activities or a certification
service, if it has identified that the certificatiauthority:

1. has not been enough security relidke act as the certification authority;
2. has not complied with the requirements pursuanth® Act and generally
binding legal regulations;

(b) Impose the revocation of qualified certificatésit has identified that qualified
certificates had been falsified or insufficientlyopected against falsification, or
if the device for the qualified electronic signauwreation has reported security
shortcomings that could enable an unobserved iedsgibn of the qualified
electronic signature or the electronic documentesigby such qualified electronic

signature.

(6) The restriction of activities or the ban onidties of the certification authority

pursuant to paragraph (5) do not prejudice thedigliof certificates issued by the

3 Article 6 (8) and Articles 49 and 50 of the Act N&15/2004 Coll. on Protection of classified infation and
on the amendment and supplementing of certain acts.



certification authority till this restriction or ihban.

(7) The restriction of activities or the ban onidties of the accredited certification
authority pursuant to paragraph (5), or the withvdakh of accreditation of the
accredited certification authority do not prejudittes validity of qualified certificates
issued by this accredited certification authority this restriction, this ban, or this

withdrawal.

(8) In conducting the supervision pursuant to # except procedures laid down in
paragraph (4), the NSA proceeds in accordance prititipal rules for supervision stipulated

by a special regulatiof?’

Article 12

Certification authority

(1) A certification authority is the certificatisservices provider, and concurrently, it

administers the certificates and conducts thefiation activity.

(2) Providing accredited certification services densidered as businéssexcept

conducting the certification activities pursuantAuicle 10 (2) letter (I).

(3) It is not required a permit for the conduct of decation activities and providing

certification services pursuant to this Act.

(4) Accredited certification services are provided be basis of an accreditation granted
by the NSA.

(5) The certification authority shall be obliged alrgadrior to the commencing of

providing services to release the following withoharge:

(@) A certificate policy, in particular comprising theformation to whom and under
what terms and conditions it provides servicesesypf issued certificates, the
rights and the obligations of users of its servicesspecimen of application for
providing services, the rules of using and revokiedificates;

(b) Technical specifications, formats, norms and stedglased in conducting activities;

%3 The Slovak National Council Act No. 10/1996 Colh Control in the State Administration as amended.
4 Article 2 of the Commercial Code



(c) A price list of paid services provided by it, aslives free-of-charge provided services;

(d) Restrictions/limitations in providing its servicésapplicable;

(e) The manner of the authentication of identityaof applicant asking for providing
its services;

() Any information concerning its accreditation.

(6) In addition, the certification authority is ajed to:
(a) Release its identification data and the infdromaconcerning its certificates;

(b) Notify the NSA of the beginning of its activitginimally 30 days in advance.

(7) The certification authority is obliged to quotetire notification of the commencing
the activity its business name, the registeredceffand the identification data of the
applicant, a document regarding the authorizatioconduct business activities; in the event
of a legal entity the certificate of the RegistérGompanies not older than three months,

and the information indented for release pursuatttis Act.

(8) The certification authority is obliged to release tdata electronically pursuant to

paragraphs (5) and (6) letter (a) on its website.

Article 13

Accreditation

(1) A certification authority may ask the NSA for aatitation.

(2) As the accredited certification authority may bey degal entity or any natural
person —entrepreneur possessing material, roolmitad, personnel, organizational and legal
conditions for providing accredited certificatiorergices. The generally binding legal
regulation issued by the NSA shall stipulate dstadncerning the conditions for providing

accredited certification services.

(3) The certification authority is obliged to submitttee NSA along with the application

on accreditation the following
(@) business name, the registered office or the addfesplace of business activity of the
foreign person enterprise or an organizational pathe foreign person enterprise in

the territory of the Slovak Republic, and the idisdtion data of the applicant;



(b) a certificate of the Register of Companies, noepttian three months;

(c) a certificate of the Criminal Register of the regmetatives of statutory bodies of a
legal entity, or a certificate of the Criminal Retgir of a natural person not older
than three months;

(d) a public key belonging to the private key which Iwble used for signing the
certificates issued by the certification authority;

(e) the information about the fact which accreditedifieation services wants to provide;

(f) an outcome of the security audit of its activity;

(9) the information being released pursuant to this Act

(4) If the applicant asking for accreditation has caegblwith the conditions for
granting accreditation pursuant to this Act, theANi8kes a decision within 90 days since
the receipt of the application for accreditationdassues a certificate to the certification
authority. The granting of accreditation authorizbe certification authority to provide

accredited certification services.

(5) If an application for accreditation is not completeen the NSA calls for the
certification authority to complete this applicatiat latest within seven days, and, it suspends
the proceeding on the accreditation granting fds time period. If the applicant for
accreditation by the time of suspension does natgiete its application, then the NSA

refuses such an application.

(6) If the NSA identifies that an accredited certifioat authority does not comply with
the conditions for providing accredited certificatiservices, then it may suspend the validity
of its accreditation up to three months, and cartily to impose to take remedy measures. If
the accredited certification authority does not triee imposed measures within the set time

period, then the NSA revokes its accreditation.

(7) The certification authority, which accreditationshlaeen revoked, may again apply

for granting accreditation.

(8) The application for accreditation is subject to adeninistrative fe®.

® The Slovak National Council Act No. 145/1995 Colh Administrative Fees as amended.



Article 14

Obligations of the certification authority and the accredited certification authority
in providing certification services and accredited certification services

(1) A certification authority is obliged to:

(a) hold elaborated security rules, and a certibcepractice statement,

(b) observe its security rules and the certificatwactice statement over the whole time
period of providing its services,

(c) conduct certification activities to disable tbeeation of copies of private keys, or
the maintenance of data of private keys of userdtofservices; this is not
applicable to such private keys which the certiima authority uses for the
conduct of its own certification services,

(d) notify the NSA of any change in the contents arelaktent of certification services
provided by it within 30 days;

(e) issue certificates on request on the basis ofah&ract, which:

1. has been drawn up in a written form and containarawritten signature; or
2.1s an electronic document signed by the qualifieetteonic signature of both
contracting parties;

() provide the applicant, prior to conclusion of thentract, with an exhaustive and
clear information, in written or electronic formpaut its security policyand rules of
providing certification services, and upon requéstprovide other natural person or
legal entity showing the entitled interest with Isurcformation;

(g) provide the applicant, requesting issuance of aficate, with information concerning
the products for electronic signatures and the g@ores suitable for creation and
verification of the electronic signature;

(h) inform the certificate holder on the possitdgdl consequences of the used procedure
for creation of the electronic signature, as welabout the obligations of the certificate
holder and the responsibility of the certificateumthority;

(i) in the course of conduction of certificatioctigities provide for:

1. Issuance of certificates comprising of all partasitles stipulated herein;



2. In the event if the certificates issued by it comgrof any restrictions, such
restrictions shall be evident and recognizabledbying parties;

3. Revocation service for certificates issued by it;

4. Release of the certificate revocation list;

5. Without any delay informing in writing or in thaectronic form the certificate
holder about the revocation of his/her certificate;

() maintain the operating documentation concernitgy certification activities; the
generally binding legal regulation issued by theANshall stipulate the content and
the extent of the operating documentation;

(k) archive the relevant documentation concernhgissued certificates pursuant to a

specific ac

(2) An accredited certification authority is obligedhold elaborated security rules and
a certification practice statement pursuant togsepulated by the generally binding legal

regulation issued by the NSA.

(3) In addition, the accredited certification authorgybliged to:

(a) demonstrate the reliability necessary for provissbrertification services pursuant to
conditions stipulated by the generally binding legaulation (Article 13, paragraph
2);

(b) provide the applicant, asking for issuance of alifjed certificate, with the
information about the conditions of using certifesy about the restrictions of using
certificates, and the methods of solving disputesl upon request to provide other
natural person or legal entity showing the entitigdrest with such information;

(c) provide the applicant, asking for issuance of alijed certificate, with the
information about technical products, procedurad devices which the NSA
has certified pursuant to Article 10 (2) letter, @ well as the products for the
electronic signature suitable for the creation amification of the qualified
electronic signature;

(d) while issuing qualified certificates or prowdj a guarantee pursuant to Article
17 (1) letter (b) ensure, that

1. all the information comprising the qualified tBcate is correct and exact at

® Act No. 395/2002 Coll. on Archives and Registaes! on the amendment of certain acts as amended.



the time of the issuance of the certificate;

2.the person given in the certificate at the timasstiance of the certificate is the
holder of the private key corresponding to theliplkey quoted in the certificate;

3. the private key and the public key, belonging tadrrespond to each other in use
of the products and the procedures for the elpitirsignature to create and verify
the electronic signature, delivered or recommerigea certification authority;

4. the certificate shall be revoked within the setdiafter the receipt of the entitled
application for its revocation;

5. the certificate revocation service is available.

(e) send the lists of issued qualified certificat@sl lists of revoked qualified certificates
to the NSA; the format, method and periodicity @nding these lists shall be
stipulated by the generally binding legal regulatissued by the NSA.

Article 15

Revocation of certificates

(1) A certification authority is obliged to revokecertificate administrating by it if:

(@) the requirements of this Act have not been compligith at the issuance of the
certificate;

(b) the certificate has been issued on the basis ofieidiata;

(c) the certificate holder or the person, whose datagaioted in the certificate or other
person appointed in the contract with the certiécaolder requests the certification
authority to revoke the certificate;

(d) the court has imposed, upon the certification aithdo revoke the certificate;

(e) the certificate holder demised (in the event oluratpersons) or has been winded-
up or lapsed (in the event of legal entities);

() other person than that given in the certificatewadhe private key belonging to
the public key quoted in the certificate;

(g) the certificate holder pursuant to Article 7 (3) @ardeputized person requests the

revocation of the certificate.

(2) In revoking the certificate pursuant to paragrafgh the certification authority is



obliged to revoke the certificate within a timeipdrstipulated in its certificate policy.

(3) The certificate is deemed revoked from the timedated as the revocation time
in the list pursuant to Article 8 or included iretinformation pursuant to paragraph (5).

The validity of the revoked certificate may notreaewed.

(4) The certification authority provides the informatiabout the status of the certificate by
providing the certificate revocation list pursuémtArticle 8 containing all certificates, whose
validity was prematurely revoked. The certificateose validity was prematurely revoked must

be once, as a minimum, included in the list purst@Article 8.

(5) If there have been created technical conditionscéréfication authority provides the
information about the status of the certificateoais the form of receipt of the qualified
certificate existence and validity. Particularitefsthe receipt format of the qualified certificate
existence and validity shall be stipulated by tbeagally binding legal regulation issued by the
NSA.

(6) The certification authority is obliged to maintaine documentation concerning
applications and incentives for the certificateaation. The documentation shall comprise in
particular the year, month, day, hour, minute asxbad of the acceptance of applications for
the certificate revocation, or identifications @etreasons for the certificate revocation, or
reasons for the certificate revocation, as wetlaa enabling to establish identity of the person
who asked for the certificate revocation, or toniify the institution or person that submitted

the incentive for the certificate revocation.

Article 16

Obligations of the certification authority in administrating certificates

(1) A certification authority, through the issuing betpublic key certificate, acknowledges
the authenticity of the submitted public key aslved the fact that the certificate holder
disposes of the private key to which belongs thmrstied public key.

(2) The certification authority acknowledges the autitéty of the certificate holder's
public key so that after the verification of recprparticularities it issues to the applicant a

certificate that is signed by the certification faurity through the electronic signature using



its private key.

(3) The certification authority shall conduct the vied@tion of required particularities of
the applicant asking for issuance of a certific@te documents, ownership of the private
key belonging to the submitted public key); thisdze done directly by this certification
authority or through a registration authority agtion behalf of the given certification

authority.

(4) The certification authority is obliged to establigte conditions enabling the verifier
to verify the validity of the certificate issued Hyis certification authority. For this purpose
the certification authority is obliged to ensureattithe public key is available to the

verifier from several information sources.

Article 17

Recognition of certificatesissued in other country

(1) A certificate or a qualified certificate, isgudy a certification authority with its
registered office abroad (hereafter referred tthasforeign certification authority), whose
validity can be verified in the Slovak Republicndze recognized in the Slovak Republic, if:

(@) the foreign certification authority, which has isduthe certificate, is registered by the
NSA, or the foreign certification authority, whichas issued the qualified
certificate, is accredited in the Slovak Republic;

(b) the certification authority with its registered io# in the Slovak Republic, in
compliance with the requirements of this Act, pa®s a guarantee for the certificate
validity (e.g. through the issuance of a crossifteate of the public key of the
foreign certification authority), or the accrediteértification authority with its
registered office in the Slovak Republic, complyimigh the requirements of this Act,
provides a guarantee for the qualified certifiozbdity (e.g. through the issuance of a
cross certificate of the public key of the foremprtification authority);

(c) international treaty signed by the Slovak Repuldipulates that the qualified
certificate issued in other country is recognizedttze qualified certificate, or the
foreign certification authority is recognized as #ccredited certification authority in

the Slovak Republic.



(2) On the day of the Slovak Republic accessiotheEuropean Union, a certificate
issued by the certification authority with its retgred office in any Member State of
the European Union, whose validity can be verifiedhe Slovak Republic, shall become
equal to a certificate issued in the Slovak Repmulilhe qualified certificate issued by the

given certification authority shall have the eqledal force and effect as the qualified

certificate issued in the Slovak Republic.

Article 18

Archive maintenance

(1) A certification authority is obliged for minirtiaten years to maintain in the archive:

(@) the documentation concerning the organizatiaeahnical and security means used
for compliance with the requirements arising frohistAct and from the relevant
regulations;

(b) originals of applications for issuance of cBctates together with the
respective documents proving identity of the agpitc

(c) the documents pursuant to Article 15 (6) cqroesling to any revoked certificate.

(2) If the security and the durability of electromecords are safeguarded, the certification

authority may maintain the documents pursuant tagraph (1) also in the electronic form.

Article 19

Responsibility of the accredited certification authority for damage

(1) An accredited certification authority is responsitfior any damage due to the
breaching of its obligations pursuant to the gdherbinding legal regulations on the

compensation for damage

(2) If the extent of use of the qualified certificate limited, then the accredited
certification authority is not responsible for dajea due to the fact that the certificate has

been used in discrepancy to the restrictions ginehe certificate.

(3) If the qualified certificate quotes a limitationra®rning the amount of transactions

) Articles 420 and 420a of the Civil Code



for which it can be used then the accredited ¢eatibn authority is not responsible for

damages due to exceeding of this amount.

(4) It is not possible to exclude in advance the resjmlity of the accredited

certification authority pursuant to paragraph (1).

Article 20

Obstaclesin the activity and termination of activities

(1) A certification authority is obliged to notifihe NSA of the occurrence of an
obstacle in the conduct of its certification see@@ursuant to the operating rules within 30

days since the date when it has identified sucteoles.

(2) An accredited certification authority shall notiyithout any delay the NSA if any
obstacle arises in the conduct of its accreditedifm@ation services pursuant to the

operating rules.

(3) If the certification authority intents to termindtee conduct of certification services it
is obliged to notify of such intention at least sionths in advance the NSA as well as

any holder of the valid certificate issued by ttestification authority.

(4) If the certification authority intents to terminatiee conduct of its activity, it can
agree with another certification authority upon taking over of the issued and revoked
certificates lists and the operating documentatibmo certification authority takes over
such lists, the validity of certificates issuedthg lapsing certification authority shall lapse

since the date of the lapse of that certificatiotharity.

(5) If the accredited certification authority intents terminate its activity it can agree
with another accredited certification authority mpthe taking over of the issued and
revoked certificates lists and the operating doauaten. If no accredited certification

authority takes over such lists, the NSA takes tbeger.

(6) Prior to the termination of activities of a tRcation authority, its statutory
representative is obliged to provide for the comdiiccontrol of the compliance with the act

on the protection of personal déta.

8 Act No. 428/2002 Coll. on Protection of Personatd) as amended.



Article 21

Registration authority

(1) A registration authority pursuant to Article 2 kett(s) acts on behalf of the

certification authority or on the basis of a cootreoncluded with the certification authority.

(2) The conduct of certification activities by the reigation authority on behalf of
the certification authority or on the basis of anttact concluded with the certification

authority is not subject to any license or permitspiant to this Act.

(3) The registration authority in the conduct of it$idty is bound by a certificate policy
of the certification authority on behalf of which acting, or with which has concluded a

contract.

(4) The registration authority shall in particular:

(a) accept applications for issuance of a certificate;

(b) check out if the data in the application for isste&wf a certificate are truthful and
current;

(c) send out applications for issuance of a certifitatie certification authority;

(d) hand over certificates to applicants asking fonasge of a certificate.

Article 22

Obligations of the certificate holder

(1) A certificate holder is obliged to

(@) treat his/her private key with the due diligencedisable any misuse of his/her
private key;

(b) quote accurate, true, and complete information alation to the certificate of
his/her public key;

(c) without any delay ask the certification authorignanistrating his/her certificate for
the revocation of his/her certificate if he/shedBrout that an unauthorized use of his/her
private key occurs, or if there is a risk of anyauthorized use of his/her private

key, or if any changes in data quoted in the ceatié occur.



(2) The certificate holder is responsible for amgnthge due to the breaching of
any obligations of the certificate holder pursuemthe generally binding legal regulations

covering the compensation of damage

Article 23

Protection of personal data

The specific regulation applies to the informatisystem of the certification service

provider.

Article 24

Requirements of the productsfor the electronic signature

(1) Secure signature-creation devices shall be disedtorage of private keys and
creation of qualified electronic signatures; suevide protects the private key stored in it
against misuse by an unauthorized person, enaltirggreliable manner to recognize

any falsification of qualified electronic signatarand signed electronic documents.

(2) Provisions of paragraph (1) shall adequately applyhe secure signature-creation

device, if this device is used for creation of ptarkeys.

(3) Secure signature-creation devices and procedurescriation of the qualified
electronic signature must
(@) in a reliable manner ensure that the signed eleictrdocument in the course of
creation of the qualified electronic signatureas changed;
(b) enable that the electronic document, which wilkigned electronically, is displayed
to the signatory already prior to a moment whenphacedure for creation of the
gualified electronic signature is started up;

(c) guarantee that the probability that a private lsegreated more than once is negligible;

(4) Creation and maintenance of qualified certtBsarequires the use of such

devices and procedures which avoid any falsificatibqualified certificates.

(5) Technical devices and procedures for the gedli€lectronic signature verification

must safeguard that:



(@) the signed electronic document is not changed imfication of the qualified
electronic signature;

(b) the qualified electronic signature is verified inrediable manner, and the outcome
of verification is correctly displayed,;

(c) it may be established that the signed electronicudeent is equal to the
electronic document to which the qualified electcasignature is created;

(d) the verifier may establish a person to whom theen qualified electronic

signature belongs to, and the use of a pseudongiaagy denominated.

(6) Paragraphs (1) to (5) adequately apply to sedewvices for the time stamp creation

pursuant to Article 9.

(7) The NSA shall evaluate and acknowledge the confoyrmfi technical devices and
procedures for the creation of qualified electrosignatures, time stamps, as well as other
products for the electronic signature with the iegments pursuant to this Act on the basis

of an application in the certification process.

(8) The NSA shall evaluate and acknowledge the confgraiian electronic registry with
the requirements pursuant to this Act on the bafsen application. The NSA shall issue the

certificate of compliance with the requirementssoant to this Act.

(9) The NSA in proceedings pursuant to paragraph @) dbcide within 90 days since the
complete application for certification of a secpreduct for the qualified electronic signature
has been delivered. If the NSA decides on the conifp of the secure product for the qualified
electronic signature with the requirements of #us, it shall issue the certificate of the secure

product for the qualified electronic signature whealidity is maximally five years.

(10) The NSA in proceedings pursuant to paragraphi{8) slecide within 90 days since
the complete application for recognition of the foomity of the electronic registry with the
requirements of this Act has been delivered. If N®A decides on the conformity of the
electronic registry with the requirements of thist,At shall issue the certificate of compliance

with the requirements of this Act whose validitymsximally five years.

(11) The applicant is obliged to, pursuant to paragafdh and (8), submit to the NSA
along with the application the following

(a) technical documentation of the subject mattethe application which is necessary in



the conformity proceedings;
(b) certificates or the security audit of the sabjmatter of the application; the application
pursuant to paragraph (8) does not require theisgaudit;

(c) the subject matter of the application.

(12) The application is deemed to be complete if ittaos the particularities pursuant to
paragraph (11). If the application is not compléte,NSA shall ask the applicant to complete the
application within 15 working days at the latethe applicant does not complete the application

by the date stated, the NSA shall stop the proegsediursuant to paragraphs (7) and (8).

(13) To evaluate the conformity of secure devicesHerdqualified electronic signature creation
and verification with the security requirements A is authorized to require from the applicant

the submission of the outcome of performed secautit of the subject matter of the application.

(14) If during the validity period of the certificaté the product for electronic signature issued
by the NSA on the basis of proceedings on recagniif the conformity of technical devices for the
electronic signature creation and verification $leeurity requirements of this Act have not been
changed, the NSA on the basis of the applicatiafi decide in shortened proceeding within 60

days to prolong the validity of the certificatetloé product for electronic signature.

(15) Submitting the application for recognition of tbenformity of secure devices for the
electronic signature creation and verification, rsitfing the application for recognition of the
conformity of the electronic registry with the r@gments of this Act and submitting the application
for prolonging the validity of the certificate dfe product for electronic signature are subjetii@o

administrative fed.

(16)Products for electronic signature used for the trgleic signature creation whose
conformity was evaluated by the body pursuant tiiclar3 (4) of Directive 1999/93/EC of the
European Parliament and of the Council of 13 DeeerB99 on a Community framework for

electronic signatures are products for electragitature pursuant to this Act.

(17)The generally binding legal regulation issued bg tHSA shall stipulate the

requirements for the products for the electrorgmature.



Article 25

Audit

(1) An accredited certification authority shall be g&d to be audited repeatedly by
an external audit aimed at the security of provismf certification activities; such an
external audit shall terminate at latest withinmh@nths since obtaining the accreditation, or
since the date of the termination of a previousitadhe generally binding legal regulation
issued by the NSA shall stipulate details conceyrire requirements of auditing, the extent

of auditing, as well as the qualification of audito

(2) The accredited certification authority is obliged present a final report on the
outcomes of audit to the NSA; this report shalldmompanied with possible remedy
measures, setting terms until when the given sbonitgs are to be fixed. The accredited
certification authority is obliged to present adfimeport on the outcomes of audit to the NSA

within 30 days since the termination of the audutgess.

(3) If the NSA, on the basis of a final report on thecomes of audit, finds out that the
accredited certification authority has breacheddhkgations stipulated herein, the NSA
shall impose remedy measures upon such accredeeification authority, as well as a

time period within that such accredited certifioatauthority is obliged to fix shortcomings.

(4) Requirements pursuant to paragraphs (1) to (3)yajpgl appropriate, to the audit of
the certification authority and the accredited iGedtion authority substituting the

supervision (Article 11(4))

Article 25a)

Public authorities are obliged to notify withoutyashelay the NSA of the electronic address of
the location of the electronic registry which isddor receiving the submissions in the form
of electronic documents signed by the electrorgoaiure or electronic documents signed by

the qualified electronic signature and of any cleaofjits location.



Article 26

Offences

(1) An offence is committed if someone:

a) misuses a private key of a signer;

b) submits untrue data along with the applicationtfer certificate issuance;

c) breaks the obligation to request the certificatecation without any delay pursuant

to Article 7 (6).

(2) The offence committed pursuant to paragraph (1griéa) can be fined up to 3 300 €,
the offence committed pursuant to paragraph (1grie(b) and (c) can be fined up to 6 600 €.

(3) The offences committed in the electronic signafigld shall be settled by the NSA.

(4) The generally binding legal regulation on offeff@applies to offences and hearings

thereof.

(5) Yields of fines shall be incomes of the State Buadé¢he Slovak Republic.

Article 26a)

Administrative Offences

(1) The NSA shall, for a breach of the obligatiangpose a fine:
(@) up to 330 000 € on a natural person — entrepreoear legal entity that provides
accredited certification services without an acitagidn;
(b) up to 330 000 € on an accredited certification awity which:
1. does not provide certification services in accoogawith this Act and with the
security rules pursuant to Article 14 (2);
2. does not provide the revocation service for cedifes;
3. does not release certificates revoked by it;
4. does not release its identification data or cedtes used in providing
certification services;

5. breaches the obligation to notify the NSA of thgibaing of its activity pursuant

%) The Slovak National Council Act No. 372/1990 Colh Offences as amended.



to Article 12 (6) letter (b);
6. conducts an activity which has been suspended femiporarily.

(c) up to 165000 € on an accredited certification autf, also repeatedly, if such
accredited certification authority does not provide conceals information
concerning providing the accredited certificati@msces;

(d) up to 33 000 €, also repeatedly, on a certificasiothority breaching the obligations of
the certification authority pursuant to Article (1 letter (c);

(e) up to 33000 € on a certification authority braaghthe obligation to revoke a
certificate or to maintain the required documeratpursuant to Articlel5 (4);

() up to 33 000 € on a certification authority, whosgistration authority:

1. does not provide services pursuant to the procedanel in accordance with
the security rules of the certification authority;

2.does not provide for accurate, true and completéa deoncerning the
registered persons;

3.does not maintain the documentation concerning rienner of providing
services and the security of provided servicessdus protect the personal data
of registered persons pursuant to the specificlatigun;

(9)up to 33000 € on a physical person — entreprepewr legal entity misusing a
private key of the signatory;

(h)up to 33000 € on a deputized person who breattteesbligation to apply for the
certificate revocation without any delay pursuanhtticle 7 (6);

() up to 16 500 £, also repeatedly, on an accredietification authority not meeting
the obligations to get audited pursuant to Arti2ke (1), or not presenting a final
report on the outcomes of audit within the timei@&pursuant to Article 25 (2);

() up to 16 500 € on a certification authority that
1.does not meet the notification obligation pursuanrticle 14 (1) letter (d);
2.does not notify the NSA within the time period set herein of the termination

of its activity;
3. breaches the obligations of the certificate holulersuant to Article 22;

4. breaches the obligation of maintaining the arclpuesuant to Article 18 (1).

(2) In imposing a fine, seriousness, manner, duratom, consequences of the illegal



acting shall be taken into consideration by the NSA

(3) The NSA may impose a fine pursuant to paragraphmMtl)in two years since the
date when it finds out the breach of an obligatiorihe electronic signature field, but at

latest within three years since the date whenlifesich of an obligation has occurred.

(4) The fine is payable within 30 days since the leggtision to impose a fine has

entered into force.

(5) Yields of fines shall be incomes of the State Budgehe Slovak Republic.

Article 27

Authorization provison

The generally binding legal regulation issued iy NEA shall stipulate details concerning
the method and procedure of using the electromgnature in business and administrative

relations.

Article 28

Common provision

The generally binding legal regulation on the adstiation proceediryis applicable

to the proceeding of the NSA pursuant to this Aaotess this Act stipulates otherwise.

Article 29

Interim provisons

(1) Public authorities are obliged to notify the A®f the electronic address of the
electronic registry which is used to receive sulsioiss in the form of electronic documents
signed by the electronic signature or electronicudeents signed by the qualified electronic
signature within 6 months since this Act has emténéo force. A list of electronic addresses

shall be published on the website of the NSA.

(2) An accredited certification authority is oblthdo request the NSA to issue the

9 Act No. 71/1967 Coll. on Administration proceedigigiministration Code).



certificate for an accredited certification servafdime stamp issuing till 31 January 2009.

(3) The accredited certification service of timarsp issuing and verification provided by
the accredited certification authority may be pded till 31 January 2009 pursuant to

existing rules.

Article 29

Final provision

This Act shall adopt the legal document of the e@asn Community and the European

Union specified in the annex.
Entry into force

This Act enters into force and effect on 1 May 20@2cept of Article 4, Article 5
paragraphs (1), (4) and (5), Article 7, Article &ragraphs (5) and (6), Article 9, Article 10
paragraph (2) letters (a) to (e), letters (g) dmdand paragraph (3), Article 11, Article 12
paragraph (4), Article 13, Article 14 paragraphsd@d (3), Article 24, Article 25 and Article

26, which enter into effect since 1 September 2002.
The Act No. 679/2004 Coll. which amends and supplets the Slovak National
Council Act No. 511/1992 Coll. on Administration Bées and Taxes and on Changes in
the System of Regional Financial Authorities as rateel and on the amendment and
supplementing of certain acts (AW entered into force on 1 January 2005.
The Act No. 25/2006 Coll. on Public Procurement amn the amendment and
supplementing of certain acts (Art. Il) entereaifdrce on 1 February 2006.
The Act No. 275/2006 Coll. on Information SystenisPablic Administration and on
the amendment and supplementing of certain acts (rentered into force on 1 June
2006.
The Act No. 214/2008 Coll. which amends and suppletsthe Act No. 215/2002 Coll.

on Electronic Signature and on the amendment applamenting of certain acts (Art. I)



entered into force on 1 January 2009.

The Act No. 289/2012 Coll. which amends and suppletiathe Act No. 275/2006 Coll.
on Information Systems of Public Administration amsh the amendment and
supplementing of certain acts as amended and wdnobnds and supplements certain
acts entered into force on 1 November 2012.
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Annex to Act No. 215/2002 Call.

A list of adopted legal documents of the European Community and the European Union

Directive 1999/93/EC of the European Parliamentairttie Council of 13 December 1999 on a Community

framework for electronic signatures (OJ EC L 1311300; special edition of the EU OJ, chap. 13/wa 24).



