FIGHT AGAINST CYBERCRIME

TECHNICAL ASSISTANCE AND CAPACITY BUILDING OFFER

CZECH REPUBLIC

Who (Provider): Czech Republic
To Whom (Partner): UN States or Observers who indicate TA/CB needs to which the Czech Republic would be able to respond
When: Shortly after receiving an official request from the partner, subject to the availability of the TA/CB team members and of sufficient financial resources
What: Trainings, round tables, interactive discussions, presentations, panel debates, seminars, study visits, exchange of experts, informal meetings
Why: To assist a Partner state, to learn from a specific experience of a Partner state, to establish mutual contacts for future practical cooperation, to better fight cybercrime globally and to exchange experience
Concept: Partnership, mutual dialogue and cooperation

The Czech Republic is interested in providing technical assistance and helping with building capacities in the area of fight against cybercrime and strengthening cyber security in other countries. We can offer our vast expertise and share knowledge in the following areas (not exhaustive):

- Cybercrime and cyber security
- Cyber security in the Czech Republic, in the European Union, internationally
- Difference between cybercrimes and computer and ICT related crimes
- Cooperation among institutions and other stakeholders in the Czech Republic involved in cyber security and fight against cybercrime
- Methods of detection, investigation and prosecution of cyber incidents and cybercrimes
- E-evidence, methods of their identification and seizure
- National legislation in the area of cybersecurity and fight against cybercrime, European Union legislation
- Regional and international instruments on fight against cybercrime, including their comparison (pros and cons of individual treaties) and an analysis of the current situation in the area of international organizations and negotiations
- Examples of good and bad practice, case studies
- The future of digital and cyber world – new challenges, including artificial intelligence
- Framing national and international cyber security and cybercrime meetings and negotiations within a broader multilateral context
- International cooperation in the fight against cybercrime, real cases
- Perspectives of future international cooperation
- Education in cyber security and fight against cybercrime (University, Ph.D., vocational)
- Cooperation among businesses, NGOs, universities and other stakeholders

The scope of topics may be adjusted based upon specific requests and interests of the Partner.

The Czech Republic strongly believes in the partnership concept of TA/CB. We do not want to teach and preach our only truth and merely provide unilateral aid to the Partner. On the contrary, while sharing our own experience, including our mistakes from the past, we like to learn from the experience of the Partners, while respecting and appreciating their traditions, culture and knowledge. The fight against cybercrime is complex and interconnected across the globe. We would therefore like to learn what are the problems of other states, what are their good and bad practices, what do they have to tackle the most. By learning from each other, we are helping one another and thus contributing to a more efficient fight against cybercrime internationally.

In case of interest, feel free to contact the Permanent Mission of the Czech Republic to the United Nations in Vienna or the Czech Cyber Capacity Building Team directly at cyberczech@email.cz.
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