Global Programme on Cybercrime

Objective: Provide technical assistance to prevent and counter cybercrime

- Capacity Building
- Cooperation
- Legal and Policy Framework
- Prevention
CYBERCRIME Capacity Building

☑ Specialized tools, manuals, protocols
☑ Specialized trainings
☑ Equipment
☑ Software
Legal and policy framework

- Institutional development (SOPs, work flow, etc.)
- Cybercrime rules, policy, strategies, etc.
CYBERCRIME Cooperation

- Regional meetings
- Exchange of best practice
- Mentoring visits
- Data base access
- ISPs and private sector
CYBERCRIME Prevention

- Awareness raising
- Interactive exhibitions
- Training materials for schools, children, teachers, ministries, parents, etc.
Beneficiaries

- Police agencies
- Attorney General Offices
- Judicial Institutions
- Forensic Institutions
- Ministries of Education
- Communication regulators
- Private companies
- Civil society organizations
Cybercrime Technical Assistance Cycle

- Awareness
- Specialized framework, units, operations
- Cooperation
- Public-private alliance
Global Reach
Local and Regional Implementation

HQ: Vienna
Latin America
Africa
Southeast Asia

* Tailored thematic focus
Global Reach

Local and Regional Implementation

• Head of Programme: Ms. Nayelly Loya, bertha.loya@un.org
  - West and Central Africa: carmen.corbin@un.org
  - Central America: carlos.rosa@un.org
  - South America: mariana.kiefer@un.org
  - Southeast Asia: himal.ojha@un.org
  - Headquarters: renata.delgadoschenk@un.org
Resources and tools

Darknet Cybercrime Threats to Southeast Asia
2020
Resources and tools

Repository of Cybercrime

The SHERLOC portal is an initiative to facilitate the dissemination of information regarding the implementation of the UN Convention against Transnational Organized Crime and its three Protocols.

Case Law Database
A comprehensive case law database that allows you to see how Member States are tackling organized crime cases in their courts.

Database of Legislation
An electronic repository of laws relevant to the requirements of the Organized Crime Convention and the Protocols thereto.

Lessons Learned
Directory of competent national authorities that have been designated to receive, respond and process requests pertaining to mutual legal assistance, extradition and transfer of sentenced prisoners, smuggling of migrants and trafficking in firearms.
(Account needed to access the Directory. For more information click here.)
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Resources and tools
Study on the Effects of New Information Technologies on the Abuse and Exploitation of Children
14 University Modules

- Module 1: Introduction to Cybercrime
- Module 2: General Types of Cybercrime
- Module 3: Legal Frameworks and Human Rights
- Module 4: Introduction to Digital Forensics
- Module 5: Cybercrime Investigation
- Module 6: Practical Aspects of Cybercrime Investigations and Digital Forensics
- Module 7: International Cooperation against Cybercrime
- Module 8: Cybersecurity and Cybercrime Prevention: Strategies, Policies and Programmes
- Module 9: Cybersecurity and Cybercrime Prevention: Practical Applications and Measures
- Module 10: Privacy and Data Protection
- Module 11: Cyber-Enabled Intellectual Property Crime
- Module 12: Interpersonal Cybercrime
- Module 13: Cyber Organized Crime
- Module 14: Political Cybercrime, Cyberconflict, and Cyberintervention
Digital evidence resources
Prevention materials for children, youth, teachers, etc.

Videos
Permanent exhibitions in Museums
Exhibitions in schools
Art and audiovisual materials
Thank you!

@UN__Cyber