There are 4.9 billion Internet users around the world
At the same time, there are thousands of digital tools available.
The Global Programme on Cybercrime provides technical assistance to prevent and counter cybercrime.
Beneficiaries

- Police Agencies
- Prosecution Offices
- Judiciary
- Digital Forensic Laboratories
- Ministries of Education
- Communication regulators
- Cyber emergency response teams (CERT/CSIRT)
- Civil society
- Private companies
Global Reach
Local and Regional Implementation

HQ: Vienna
Latin America
Africa
Southeast Asia and the Pacific
Areas of work – Countering cybercrime

- Reporting
- Strategic investigation & prosecution
- Clear and Dark web
- Operational standards
- Specialized equipment
- Digital evidence
Areas of work – Preventing cybercrime

- Risk and threat awareness
- Sensitization
- Reporting
- Public debate and campaigns
- Civil society trainings
- Private sector collaboration
Technical assistance cycle

- Awareness
- Cooperation
- Public-private alliances
- SPECIALIZED frameworks, units, operations
Global Programme COMPONENTS

Capacity building & mentoring

Legal and policy framework

Cooperation

Prevention
Capacity Building

✓ Trainings
✓ Workshops
✓ Tailored manuals
✓ Specialized equipment
✓ Specialized software
Capacity Building Tools

Welcome to the Cryptocurrency Course!
Capacity Building Tools

University Module Series

• Module 1: Introduction to Cybercrime
• Module 2: General Types of Cybercrime
• Module 3: Legal Frameworks and Human Rights
• Module 4: Introduction to Digital Forensics
• Module 5: Cybercrime Investigation
• Module 6: Practical Aspects of Cybercrime Investigations and Digital Forensics
• Module 7: International Cooperation against Cybercrime
• Module 8: Cybersecurity and Cybercrime Prevention: Strategies, Policies and Programmes
• Module 9: Cybersecurity and Cybercrime Prevention: Practical Applications and Measures
• Module 10: Privacy and Data Protection
• Module 11: Cyber-Enabled Intellectual Property Crime
• Module 12: Interpersonal Cybercrime
• Module 13: Cyber Organized Crime
• Module 14: Political Cybercrime, Cyberconflict, and Cyber-intervention
Capacity Building Tools

Tailored resources for criminal justice officials
Capacity Building Tools

Digital evidence resources
Mentoring

✓ Workshops
✓ Case advice
✓ Exchange of good practices
✓ Study visits
IMPACT operational results

Cybercrime operations
- Guardian Angel Operation (2021)
- Creighton Kopko case (2022)

Digital Forensics Laboratories
- Cybercrime
- Cryptocurrencies
Legal and policy framework

- Institutional development (SOPs, work flow, etc.)
- Legislation advice
- Policy development
- Strategies
Legal and policy framework TOOLS
Cooperation

✓ Regional & international meetings
✓ Inter-agency collaboration
✓ Access to international databases
✓ Alliances with private sector
Cooperation resources
Africa Digital Forensics Challenge:

From **282** (2021) to **1,207** (2022) participants from **45** countries in one year.
Prevention

✓ Training materials for schools, children, teachers, parents, public officials, etc.
✓ Prevention activities with the police
✓ Interactive exhibitions
✓ Theater play
✓ Documentaries, movie
✓ Graffiti
✓ Public campaigns
✓ Civil society organizations
✓ ISPs and private sector
Museum Exhibitions
Materials for children

- >1 million Mini Safety guides distributed
- 37,615 teachers reached
- 50,894 girls, boys and adolescents trained
Audiovisual material
Graffitis in Senegal
Social media campaigns

INTERPOL Global
Awareness Campaign
2022 #YouMayBeNext
Social media campaigns