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## Abbreviations

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CSO(s)</td>
<td>Civil Society Organisation(s)</td>
</tr>
<tr>
<td>FTF/FTFs</td>
<td>Foreign Terrorist Fighter(s)</td>
</tr>
<tr>
<td>ISIL (Da’esh)</td>
<td>Islamic State of Iraq and the Levant, rendered in different sources as ISIS (Islamic State in Iraq and al-Sham), IS or Islamic State.</td>
</tr>
<tr>
<td>P/CVE</td>
<td>Preventing and Countering Violent Extremism leading to terrorism</td>
</tr>
<tr>
<td>UN</td>
<td>United Nations</td>
</tr>
</tbody>
</table>

### Quotations

### Considerations, Ideas, and, Good Practice

### Information worthy of note

### Case Study/Scenario
1. INTRODUCTION

1.1 UNODC Project Description

These guidelines have been produced by the United Nations Office on Drugs and Crime ("UNODC") to reflect on the learning and knowledge-sharing that occurred during the project “Supporting Central Asian States to Strengthen National and Regional Frameworks for Preventing and Countering Violent Extremism," implemented during the years 2017 and 2018, funded by the government of Japan. Under the project, UNODC provided capacity-building assistance to Central Asian states on the prevention and countering of violent extremism leading to terrorism ("P/CVE"). The project led to the establishment of the Regional Network on Preventing Violent Extremism ("PVE Network").

The PVE Network is a regional coordination structure which seeks to: reduce the barriers to interagency interaction; contribute to the consolidation of the Central Asian expert community's efforts; strengthen the capacities of experts in this field; create a more inclusive approach to P/CVE; facilitate the coordination of P/CVE policies at the regional level; strengthen regional identity and integrity; and support future research in the field.

Under the project, UNODC developed and launched a PVE Network resource website, www.capve.org. The website functions as a repository and coordinating tool for the Central Asian states and their partners to share research, evidence, and data to assess and respond to drivers of radicalization. The website is periodically updated with relevant documents for preventing crimes associated with radicalization, incitement, and recruitment of individuals for terrorist purposes.

1.2 UNODC Project Context

Until recently, foreign terrorist fighters ("FTFs") returning from the Syrian Arab Republic (hereinafter “Syria”) and Iraq represented a significant security issue facing the international community. Estimates of the total number of individuals who have travelled to the region to fight with ISIL (Da'esh) and other terrorist groups in Syria and Iraq vary between 27,000 and 40,000.

Whilst many who joined the conflict are thought to have been either killed or captured, those that managed to leave the region to return home or travel to countries other than their home country potentially pose a security threat. Predicting the scale of such a threat can be extremely challenging, as it is difficult to discern whether returnees intend to carry out further attacks in
their home states. However, as attacks during 2017 in Western Europe demonstrated, some returnees were well-trained and intent on committing terrorist acts outside conflict zones.\(^1\) Furthermore, returnees may become involved in recruitment and radicalization of others, including in prison settings.\(^2\)

As the flow of FTFs to Syria and Iraq has come to a halt, Member States have begun to turn their attention to the security threat posed by home grown terrorism inspired by ISIL (Da’esh) and other forms of violent extremism. Efforts to mitigate these potential threats fall within the scope of national counter-terrorism and P/CVE strategies.

### 1.3 Legal Foundations

The primary legal instruments applicable to terrorism in general and FTFs in particular are international treaties, United Nations Security Council resolutions (“UNSC resolutions”), and regional agreements. Complementing this international legislative framework, the United Nations has published two comprehensive policy statements: the United Nations Global Counter-Terrorism Strategy and the UN Secretary General’s Plan of Action to Prevent Violent Extremism (“Plan of Action”).

However, within these legal sources, the task of defining “terrorism” and “violent extremism” is left to the Member States; the definitions and the policies based on those definitions must be consistent with obligations under international law, in particular international human rights law.\(^3\)

---

1. Research by Thomas Hegghammer indicated that around 10% of those individuals in foreign conflicts went on to carry out attacks on their home soil. If today’s numbers for Syria and Iraq follow that same pattern, even allowing for those killed or captured, the overall threat has the potential to be incredibly significant. Thomas Hegghammer, “The Rise of Muslim Foreign Fighters: Islam and the Globalization of Jihad”, International Security, Vol. 35, No. 3 (Winter 2010/11). Available at [http://www.mispressjournals.org/doi/pdfplus/10.1162/ISEC.a_00023](http://www.mispressjournals.org/doi/pdfplus/10.1162/ISEC.a_00023).


Relevant resolutions include UNSC resolution 2396 (2017), which calls on Member States to “develop and implement more effective means to counter the use of the Internet for terrorist purposes, including by developing counter-terrorist narratives and through innovative technological solutions, all while respecting human rights and fundamental freedoms and in compliance with domestic and international law”, Preamble. Available at [https://undocs.org/en/S/RES/2396(2017)](https://undocs.org/en/S/RES/2396(2017)).


UNSC resolution 2250 (2015) emphasises “the need for Member States to act cooperatively to prevent terrorists from exploiting technology, communications and resources to incite support for terrorist acts, while respecting human rights and fundamental freedoms and in compliance with other obligations under international law”, Preamble. Available at [https://undocs.org/S/RES/2250(2015)](https://undocs.org/S/RES/2250(2015)).
The Plan of Action notes that violent extremism is “a diverse phenomenon, without clear definition” which “encompasses a wider category of manifestations” than acts which can be managed through security-based approaches. The Plan of Action notes that violent extremist ideologies usually promote messages of intolerance for differing religious, cultural, and social views, and that violent extremist groups employ tactics which challenge the values of peace, justice, and human dignity. In addition, violent extremism grows in environments characterized by poor governance and impunity.

Various national jurisdictions and organizations have published resources defining violent extremism as support for violent action to achieve a goal that is ideological, religious, or political. This document will use the following working definition of violent extremism:

**Working definition**

Violent extremism is an ideology that accepts the use of violence for the pursuit of goals that are generally social, racial, religious, and/or political in nature.

Violent extremism thus specifically refers to behaviour and thinking which can lead to commission of acts of terrorism. Violent extremism is a separate but related phenomenon from terrorism, and it is important to distinguish the methods used to prevent violent extremism with the methods used to prevent the criminal acts which constitute terrorism. Otherwise, efforts to counter violent extremism will merely focus on preventing crimes while ignoring its causes. As will be discussed throughout these guidelines, preventing violent extremism should focus on working at all levels of society to identify, deter, and combat the conditions motivating individuals to use violence as a tool to achieve their goals.

---


2. FOREIGN TERRORIST FIGHTERS AND ISIL (DA’ESH)

2.1 Global Situation

At its peak, some 10 million people were living in territory under ISIL (Da’esh) control in Syria and Iraq, and the flow of FTFs across the Turkish-Syrian border was as high as 2,000 per month. By 2015 approximately 40,000 individuals from over 120 countries had travelled to Iraq and Syria as fighters. An estimated 80 percent of those migrated to join ISIL (Da’esh) and lived in the territory under its control, creating a combined force with local Syrians and Iraqis assessed at around 100,000 fighters.

In 2017, INTERPOL had more than 46,000 names in its database of suspected foreign terrorist fighters, with information provided from 53 countries.

As part of its overarching aim to build a “global caliphate”, ISIL (Da’esh) announced the establishment of a number of “provinces”, or administrative divisions, outside of Iraq and Syria. Controlled by affiliated groups, these provinces are located on the Afghanistan/Pakistan border, in Algeria, Egypt-Sinai, Libya, Nigeria, the North Caucasus, Saudi Arabia, and Yemen.

By the beginning of 2019 ISIL (Da’esh) and other terrorist factions fighting in Syria had lost almost all their territories. However, they have retained capacities to carry out terror attacks both in Iraq and Syria. In spite of their military defeat, groups such as ISIL (Da’esh), Al-Qaeda, and their affiliates will continue to focus on carrying out international attacks. For this purpose, ISIL (Da’esh) has purportedly reorganized into a network of sleeper cells supported by hidden personnel, funding streams, and weaponry. Thus, ISIL (Da’esh) inspired and other similar ideology remains a global threat. Furthermore, despite major territorial
losses, ISIL (Da’esh) has gained the allegiance of established and emerging terrorist groups in other countries and directs or inspires terrorist attacks around the globe. For example, the “Islamic State Khorasan” province seeks to expand the influence of ISIL (Da’esh) to South and Central Asia and has been responsible for nearly 100 attacks against civilians in Afghanistan and Pakistan, as well as roughly 250 clashes with U.S., Afghan, and Pakistani security forces since January 2017.  

Broadly speaking, ISIL (Da’esh) attacks can be placed in three categories, described below:

- **First**, there are attacks conducted by “core” FTF operatives, who are trained by ISIL (Da’esh), based in and primarily active in Syria and Iraq. Core operatives carried out the suicide bomb attack on Istanbul airport in June 2016, as well as attacks in France and Belgium in 2015 and 2016.

- **Second**, there are attacks where the person or group has not travelled to a conflict zone but makes contact online and is coached virtually by an ISIL (Da’esh) facilitator based in Syria or Iraq (often an FTF from the attacker’s own country). As ISIL (Da’esh) has come under military pressure, it has repeatedly urged would-be FTFs to conduct attacks in their home countries or elsewhere, instead of attempting to travel to enter the territory.
under ISIL (Da‘esh) control. Using tools like encrypted messaging apps, these facilitators encourage and instruct the attackers. Some commentators have described these attacks as “remote-controlled attacks.”

**Case Study – India**

In 2015, Indian police broke up a cell allegedly planning attacks against markets, police stations, and religious places. The cell had managed to obtain several kilograms of explosives.

The members of the cell had been radicalized through online materials. The leader, Ibrahim Yazdani, received guidance from ISIL (Da‘esh) for 17 months and plotted what would have been the group’s first attack in India. ISIL (Da‘esh) trained Yazdani to select members for the cell and organized delivery of weapons and chemicals used to make explosives.

Finally, there are “lone wolf attacks”, where the attacker or group self-affiliates with ISIL (Da‘esh) but does not have any direct or official link with the group. Some commentators have described these attacks as “leaderless jihad.”

**Case Study – USA**

On 31 October 2017, a man drove a truck into a bike path in Manhattan, New York, killing 8 and injuring 11 others. The attacker, identified as Sayfullo Saipov, had left a hand-written note in the truck pledging allegiance to ISIL (Da‘esh).

However, security officials did not find ties to ISIL (Da‘esh) and instead consider him a “lone wolf” attacker. He had apparently followed instructions that ISIL (Da‘esh) published in one of its magazines, which included the directive to leave a note in the truck.

### 2.2 Regional Situation

In addressing terrorism in Central Asia, the focus, until recently, has generally been on the Islamic Movement of Uzbekistan (“IMU”), its breakaway group, the Islamic Jihad Union, and the international Islamist movement Hizb-ut-Tahrir (“HT”). However, in line with global developments, attention has shifted to the regional influence of ISIL (Da‘esh) and its ideologically-linked groups and individuals.

The specific goals of the IMU are reported to be overthrowing the Uzbek government,

---


25 It is often difficult to correctly classify many attacks. Although contact with ISIL (Da‘esh) is frequently suspected, tangible evidence may not be found.


replacing it with an Islamic government ruled by Sharia law; establishing Islamic rule in the other Central Asian countries, and fighting against those seen as enemies of Islam. A period of in-fighting within IMU from 2014–2015 resulted in the brief emergence of a pro-ISIL (Da’esh) faction, whose members were killed at the hands of the Taliban. Since 2016, the IMU has denounced ISIL (Da’esh) and expressed loyalty to the Taliban and al-Qaeda. This faction continues to operate within Taliban controlled regions of Afghanistan. It is estimated that the IMU currently has 200-300 members. Several IMU members are also suspected of having travelled to Syria to fight with terrorist groups.

The Islamic Jihad Union splintered from the IMU in the early 2000s and has claimed responsibility for attacks in Uzbekistan in 2004 against road checkpoints, the Uzbek Prosecutor General’s office, and the United States and Israeli embassies in Tashkent. One of the most prominent incidents involving the group was the disrupted 2007 bomb plot in Sauerland, Germany. Islamic Jihad Union members operate from Afghanistan and Pakistan and are scattered throughout Central Asia and Europe.

HT is an international Islamist movement seeking to unite Muslims under one Islamic caliphate; it ideologically rejects ISIL (Da’esh)’s so-called caliphate. HT has been banned in all of Central Asia and in many Muslim-majority countries outside the region but operates relatively freely in some Western countries. Estimates of HT membership in Central Asia range from a few thousand up to 100,000, with members including students, teachers, the unemployed, and

---

factory workers. 39 HT claims to pursue its ends through political non-violent means, but commentators observe that its ideology of establishing worldwide rule necessitates eventual use of force. 40 Regardless of HT's actual stance on violence, the more immediate risk is that its members may "graduate" to more radical groups to violently implement principles learned within HT. 41 The HT branch in Osh is thought to be in charge of the Central Asian region. 42

In common with FTFs from other world regions, it is probable that Central Asian operatives, trained in Syria, have already returned to their respective home states or shifted their focus to the Afghan battlefield. From there, they may pose significant threats to the Central Asian region and beyond. Analysts argue that Central Asian countries' reputations as exporters of radicalized extremists appears to be giving way to one marked by a growing threat of terrorism domestically. 43 Additionally, ISIL is seeking to expand its area of activity in Central Asia and has called for terrorist attacks targeting public gatherings. 44

39 Counter Extremism Project, "Hizb ut-Tahrir". Available at https://www.counterextremism.com/threat/hizb-ut-tahrir
Available at http://almanac.afcc.org/sites/almanac.afcc.org/files/Hizb-ut%20Tahrir_0.pdf;
International Crisis Group, "Asia Report No. 58, Radical Islam in Central Asia - Responding to Hizb ut-Tahrir", p. 17 (30 June 2013) (arguing, at the time of publication, that 20,000 is the ceiling of HT members in Central Asia).
43 Jamestown Foundation, "Terror Threats Inward on Central Asia" (3 December 2018).
Available at https://jamestown.org/program/terror-threats-inward-on-central-asia/.

The following is a non-exhaustive list of incidents and trends in Central Asia, or involving citizens of Central Asia:

Kazakhstan
- Currently, the most significant development in Central Asia on the threat posed by FTFs and their family members this year has been the efforts of Kazakhstan to repatriate its citizens. According to external sources, it is impossible to estimate the exact number of those who joined extremist groups as they usually travelled without documentation and crossed up to four different internationally recognised borders before they reached areas controlled by Islamic extremists. However, over 200 citizens of Kazakhstan, among which 156 children, are said to have returned to Kazakhstan, after having travelled to Syria to join radical terrorist groups involved in the civil war. https://www.neweurope.eu/article/kazakhstan-continues-operation-to-repatrate-citizens-from-conflict-zones/.
- In 2018, 50 nationals of Central Asian countries were detained in Kazakhstan, 30 of whom were wanted for terrorism-related reasons. Twenty-third report of the Analytical Support and Sanctions Monitoring Team submitted pursuant to resolution 2368 (2017) concerning ISIL (Da'esh), Al-Qaida and associated individuals and entities”, para 59. Available at https://www.un.org/sc/ctc/wp-content/uploads/2019/02/N1846990_EN.pdf.

Kyrgyzstan
- In 2017, there was a suicide bombing against the Chinese embassy in Bishkek, United States Department of State, "Country Reports on Terrorism 2017 - Kyrgyz Republic" (19 September 2018). Available at https://www.refworld.org/docid/5bc1f6913.html.

Tajikistan
- In 2015, Tajik special forces leader Gulmurod Khalimov publicly defected to ISIL. Though he was killed in 2017, his position in ISIL leadership may have caused an increase in the number of Tajiks among foreign-born suicide bombers. (The Diplomat, "Is Tajikistan's Most Famous Militant Gulmurod Khalimov Dead?" (18 April 2017). Available from https://thediplomat.com/2017/04/is-tajikistans-most-famous-militant-gulmurod-khalimov-dead/.
- In July 2018, a group of four tourists were killed, and three others injured. ISIL (Daesh) published a statement on Twitter claiming responsibility for the attack shortly after. (Jamestown Foundation, “Terror Threat Turns Inward on Central Asia” (3 December 2018). Available at https://jamestown.org/program/terror-threat-turns-inward-on-central-asia/; BBC News. “Tajikistan attack: Four cyclists mown down are identified” (1 August 2018). Available at https://www.bbc.com/news/world-us-canada-45026752.)

- In 2018, at least 25 inmates and two security officers were killed after a riot broke out at a high-security prison in Khujand where prisoners convicted of religious extremism offences, including membership of ISIL (Daesh), are generally held. Shortly after the incident, ISIL (Daesh) claimed responsibility, saying that one of its fighters was responsible for the attack that sparked the riot. (Reuters, “At least 27 killed in Tajikistan prison riot: security sources”, 8 November 2018). Available at https://www.reuters.com/article/us-tajikistan-kuhajand-at-least-13-killed-in-tajik-prison-riot-sources-idUSKCN1IDOIX The Diplomat, “What Really Happened at Khujand Prison in Tajikistan?” (27 November 2018). Available at https://thediplomat.com/2018/11/what-really-happened-at-kuhajand-prison-in-tajikistan/.


Turkmenistan

- According to several sources, one apparent main area of concern is the situation along the border between Turkmenistan and Afghanistan. For example, in February 2014, Afghan Taliban militants killed three Turkmen border guards while crossing from Afghanistan’s northwest Badghis province into Turkmenistan – the first attack on border guards since 2001. In May 2014, Taliban militants killed at least three more border guards during a cross-border attack from the Ghormach District in the northern Afghan province of Faryab. https://www.rferl.org/a/qishlog-ovzizi-turkmen-troops-killed-afghan-border/25400833.html

- In September 2014, another attack on the border occurred, but there were no casualties. Available at https://news.am/rus/news/227781.html.

Uzbekistan

- Though the groups IMU and JUU have historical connections to Uzbekistan, they currently are not based in the country and have not launched any significant attacks within the country since 2004. Rather, individual ISIL (Daesh) sympathizers from Uzbekistan have committed high-profile attacks abroad. (Counter Extremism Project, “Uzbekistan”. Available from https://www.counterextremism.com/countries/uzbekistan (accessed 20 July 2018).)

- For example, an ethnic Uzbek was arrested in Sweden in April 2017 for running a truck into a crowd in Stockholm and killing four people. Another ethnic Uzbek is on trial for committing the above-mentioned Istanbul nightclub attack that killed 39 people and injured 65 others. Dozens of Uzbeks were arrested in Russia in various anti-terrorism investigations. (United States Department of State, “Country Reports on Terrorism 2017 – Uzbekistan” (19 September 2018). Available at https://www.refworld.org/docid/5bcbf1f734.html.)

44 ISIL claimed responsibility for the killing of four foreign cyclists in Tajikistan (see above). In November 2018, "ISIL stated that one of its fighters was responsible for the attack that sparked a riot in a high-security prison in Khujand, Tajikistan. Foreign terrorist fighters who are nationals of Uzbekistan, Kyrgyzstan and Tajikistan are attempting to use Kazakhstan as a transit route for moving in and out the region." Twenty-third report of the Analytical Support and Sanctions Monitoring Team submitted pursuant to resolution 2368 (2017) concerning ISIL (Daesh), Al-Qaida and associated individuals and entities, para 59. Available at https://www.un.org/sc/ctc/wp-content/uploads/2019/02/N1846950-EN.pdf.
3. DEVELOPMENT OF P/CVE PROGRAMMES AND STRATEGIES

The UN Secretary-General’s Plan of Action on Preventing Violent Extremism emphasizes the need for member states to “…develop joint and participatory strategies, including with civil society and local communities, to prevent the emergence of violent extremism”. The Plan of Action makes numerous recommendations to Member States for preventing the spread of violent extremism, beginning with the development of plans of action. These plans should reflect local and regional contextual factors and priorities, approached in a multi-disciplinary and multi-sectoral way. This call to create partnerships with civil society in order to deliver a holistic and effective approach has been addressed in a number of other sources:

- UNSC resolution 1624 (2005) highlights “the importance of the role of the media, civil and religious society, the business community and educational institutions in fostering an environment which is not conducive to incitement of terrorism.” UNSC resolution 2129 (2013) promotes a comprehensive approach, calling for partnerships with “international, regional and sub-regional organizations, civil society, academia and other entities in conducting research and information-gathering, and identifying good practices.” UNSC resolution 2178 (2014) encourages member states to “engage relevant local communities and non-governmental actors in developing strategies” to counter violent extremism; this is the first mention of P/CVE in a resolution adopted under Chapter VII of the UN Charter. UNSC resolution 2396 (2017) stresses the importance of assisting women or children associated with foreign terrorist fighters who might be victims of the experience of traveling to, and living in, a conflict zone. Alternatively, they may have abetted terrorist acts in a variety of roles. The complexity of this situation underscores the need for tailored prosecution, rehabilitation and reintegration strategies, especially with the assistance of specialized civil society organizations.

- The Organization for Security and Co-operation in Europe’s 2015 Ministerial Declaration recognized that a multi-dimensional approach to counter-terrorism efforts is required, including the need to address the underlying causes such as the “various social, economic, political and other factors, which might engender conditions in which

49 United Nations Security Council resolution 2178, para. 16 (2014). Chapter VII of the UN Charter governs UN action with respect to “threats to the peace, breaches of the peace, and acts of aggression.” A resolution adopted under Chapter VII typically sets out the measures that the Security Council deems appropriate to maintain or restore international peace and security. These resolutions are binding on all UN Member States.
terrorist organizations could engage in recruitment and win support." The Declaration recognized that the primary responsibility for efforts to counter both violent extremism and terrorism lies with States, while also highlighting the pressing requirement for all stakeholders to be fully involved, notably “youth, families, women, victims of terrorism, religious, cultural and educational leaders, civil society, as well as the media.”

- The African Union Peace and Security Council acknowledged the pivotal role that women can play in combating violent extremism, recognizing that promotion of women’s rights is a “success factor in preventing and combating the scourge of violent extremism.” In its resolution, it stressed the need for “constructively engaging a broad range of actors...including leaders of various religious groups, community leaders, traditional leaders, educational institutions, civil society groups, the media and internet service providers, as well as the youth and women.”

Therefore, it is crucial that Central Asian states work towards cooperation and collaboration with civil society organisations (“CSOs”) and local communities within their own national P/CVE strategies.

The Plan of Action calls for comprehensive action to address the “drivers” of violent extremism, commonly grouped into two categories: “push” and “pull” factors.

- Push factors are societal conditions conducive to violent extremism. These include: lack of socio-economic opportunities; marginalization and discrimination; poor governance; violations of human rights and the rule of law; prolonged and unresolved conflicts; and certain prison environments.

- Pull factors are individual motivations and processes which play a key role in transforming ideas and grievances into violent extremist action. These include: individual backgrounds and motivations; collective grievances and victimization stemming from domination, oppression, subjugation, or foreign intervention; distortion and misuse of beliefs, political ideologies and ethnic and cultural differences; and personal social networks.

The complexity of these factors – and the need to address overlapping factors simultaneously – requires the involvement of a variety of stakeholders in any P/CVE strategy. The sections below contain good practices for developing P/CVE programming and describe how government

actors can partner with civil society organizations and local communities to implement a P/CVE strategy.

3.1 Programme Examples

A variety of programs can contribute to the goals of de-radicalization, rehabilitation, and reintegration of those exposed to violent extremist ideology. These programs can be beneficial regardless of the person’s actual level of engagement in terrorist offences or status as a defendant in a criminal prosecution. These options range from direct interventions designed to challenge specific behaviour and attitudes, to softer interventions aimed at building social capital and developing relationships. Such programmes include:

- **Psychological support / counselling**
  These include professional psychological support and counselling services designed to manage traumas associated with exposure to violent extremist ideology or to address general mental health concerns that could raise susceptibility to radicalization.

```
Practical example
The Danish city of Aarhus has developed an “Exit” programme targeting political or religious extremists with potential to commit violent crimes and/or terrorism. The city’s police and social services are collaborating to offer a range of support, including psychological counselling to both violent extremists and their families.57

A family counselling centre in Norway offers support to families in crisis. Included in the Government’s Action Plan against radicalization and violent extremism, the centre also cooperates with municipalities to detect individuals at risk of becoming radicalized and offers counselling and family therapy to the individuals and their close family members.58
```

54 The United Nations Counter-Terrorism Implementation Task Force Working Group on Radicalisation and Extremism that Lead to Terrorism defines de-radicalization as “programmes that are generally directed against individuals who have become radical with the aim of reintegrating them into society or at least dissuading them from violence”. CTIF, “First Report of the Working Group on Radicalisation and Extremism that Lead to Terrorism: Inventory of State Programmes” para. 8 (2006). Available at: https://data2.unhcr.org/en/documents/download/444297.

55 Rehabilitation is “a purposeful intervention and set of planned activities targeting individual victims, survivors or offenders with an aim to positively impact changes in attitudes, cognitive skills and behaviour, personality or mental health issues believed to be the cause of the individual’s criminal behaviour, through social, educational and/or vocational skills acquisition with the intention to reduce the chance that the individual will experience recidivism”. United Nations Development Programme (UNDP)/SNCCT, “Violent Extremism in Sudan: An Evidence-Based Study” p. 22 (2017). Available at http://www.sd.undp.org/content/dam/sudan/docs/Violent%20Extremism%20in%20Sudan%20-%20UNDP%20SNCCT%202017%20(1).pdf.


• **Housing support**
This category includes access to social housing, assistance in relocating, or help setting up on one’s own.

**Practical example**
A young girl travelled to Syria as part of a larger family. Once there she reached out to friends saying she wanted to escape, but her older brother and cousin (whom she had married in Syria) were preventing her. When both the brother and husband were killed, she managed to use money to bribe herself across the border and, after a period of detention under the Turkish authorities, she was deported to her country of origin. Upon return, she did not wish to live in the same area as before, due to fear of reprisal from family and friends. Therefore, cooperation between housing services from differing local authorities allowed her to access social housing in another province.

• **Access to training / vocational courses to enhance job prospects**
This may include providing training courses or paying for vocational qualifications.

**Practical example**
A community organisation-run project gave youth from a disadvantaged area the opportunity to undertake a free 12-week course. The course fostered interaction between youth who, in normal circumstances, would not mix together. This interaction helped them develop skills such as communication and anger management. It also gave the youth training and qualifications in IT and cyber security, assisting them to better access the job market.

• **Theological support**
Religion-based extremism is often exacerbated through obtaining information on religious texts from a single source without access to suitable individuals in a position to challenge incorrect perceptions. People well-versed in a particular religion, and in particular those who resonate with the target audience, can spend time with individuals and provide information and guidance in theological matters.

**Practical example**
A young man was adopting interpretations of religious doctrine from preachers on the internet who were delivering messages similar to those used by violent extremist groups. Within the local area, there was no one who was able to capture the attention of this man or provide alternatives resonating as strongly as the messages on the internet. Finally, he came into regular contact with a highly-educated yet relatable religious scholar, who was able to re-purpose the quotes from the internet and provide effective counterarguments.

• **Mentoring**
Older peers can act as support for minors who may be on the path to radicalization. The elder can serve as a friend, give them someone to talk to, or act as an example to be emulated.

**Practical example**
A young man joined an extremist group as an 18-year-old. He proselytized on the streets, called for the removal of the democratic government. He and some close friends were later arrested and convicted of terrorism offences.
After serving his prison sentence, as one of a number of support measures, he had regular one-to-one meetings with another former extremist who had succeeded in turning his own life around. The similarity of their personal backgrounds showed the young man that there is a pathway away from violence.

- **Family support and access to family members if separated**

Families are instrumental in the process of reintegrating and helping individuals (especially returnees) once again feel a part of their society. This support could include parenting advice and guidance from social care professionals, familial access to imprisoned individuals, or support in reaching distant family members.

Practical example

A girl who became radicalized via online contact with an ISIL (Da'esh) recruiter was stopped at the Turkish border by the authorities and returned to her country of origin. One of her motivations for leaving home was to distance herself from certain abusive family members. She received assistance in finding accommodation elsewhere, with special arrangements enabling communication and in-person meetings with close family and friends; the arrangements were kept secret from the abusive family members.

It is important to recognize that there can be no “one-size-fits-all” approach to rehabilitation or support programmes. Each individual case must be assessed to determine:

- What level of threat do individual extremists pose? Considerations can include criminal histories; offences committed in the conflict zone; motivations for traveling abroad; reasons for return; nature and demeanour since entering the programme; psychological trauma; skills (such as prior military experience); and other case-specific facts, such as travelling with friends and family who are now deceased.
- What are their psychological needs? For example, returnees are likely to have suffered trauma that will have had some form of impact on their state of mind (PTSD) and individuals who feel disenfranchised can often withdraw from society.
- What is the status of their social networks? Who are their local contacts who can act as a support network?
- Were they formally employed?
- What is their level of education? (This is relevant to career prospects)
- What are their general health needs? Do they have drug and/or alcohol abuse issues?

### 3.2 In-Depth Programme Example: Development of Counter-Narratives

A crucial element of any P/CVE strategy is the development of alternatives to the narrative of violent extremist groups or organizations. Counter-narratives should work to dilute the appeal of terrorist groups. Counter-narratives can spread factual information about corruption within a terrorist group leadership, hypocrisy regarding non-Islamic behaviours, or miserable living conditions in terrorist-controlled territory. As further explained below, delivering these messages utilizing victims or former terrorists who recount their experiences in the first person can be extremely effective.
Current good practices in developing alternative narratives include:

- **Using, and showcasing, cooperation between government, private sector, civil society, and local communities.** Governments should interact with its population and welcome its participation in the design and implementation of social policies. The counter-narrative should be disseminated on a local level, through the use of networks of participating CSOs. This approach legitimizes the message; facilitates its spread throughout the population; demonstrates inclusive policymaking; supports the principles of freedom of expression and assembly; and creates a sense of belonging and loyalty within the community.

  Practical example
  One of the best examples of the various possibilities which these networks offer is the Stop Violence Coalition\(^59\) in Bangladesh, which brings a number of CSOs throughout the country together, in order to work at the various stages of the P/CVE process or plan.

- **Strengthening the sense of national identity and of belonging to the community.** Counter-narratives can emphasize the importance of national or community identity, in contrast to religious identity, thereby increasing resilience against groups who misuse religion to promote violent extremism.

- **Youth as generators of counter-narratives.** Today’s youth are not only the targets for a P/CVE plan; they should also be seen as generators of its content. National P/CVE strategies should implement frameworks allowing youth groups and CSOs to flourish. Youth messages possess credibility that governmental experts generally cannot leverage themselves if they are unaware of trends and topics that appeal to young people. One example of an initiative focused on empowering young people against radicalization is the competition known as **Peer to Peer: Facebook Global Digital Challenge**, which tasks students with the design of counter-radicalization programs.\(^60\)

  To quote from the Peer to Peer website:

  “This project consists of a Global university youth initiative and international competition that uses the power of student innovation to challenge prejudice, online hate and extremism. It develops campaigns and social media strategies against extremism that are credible, authentic and believable to their peers and resonate within their communities.

  The teams will research their target market and create a strategy designed to best reach and influence their peers. Each team receives a $2,000 (USD equivalency) operational budget plus $400 in Facebook ad credits to design, pilot, implement and measure the success of a social or digital initiative, product or tool that:

  - Motivates or empowers students to become involved in countering violent extremism.
  - Catalyzes other students to create their own initiatives, products or tools to counter violent extremism.
  - Builds a network or community of interest, focused on living shared values, that also counters violent extremism.”

---

\(^{59}\) [https://www.peaceinsight.org/conflicts/bangladesh/peacebuilding-organisations/stop-violence-coalition/](https://www.peaceinsight.org/conflicts/bangladesh/peacebuilding-organisations/stop-violence-coalition/)

\(^{60}\) EdVenture Partners. Available at [https://edventurepartners.com/peer2peer/](https://edventurepartners.com/peer2peer/)
Under this program, students at Dhaka University in Bangladesh established the “Think Twice, Act Wise” project. In 2016 it was awarded first prize in the competition. This project would be ideal to replicate in other institutions throughout the region as it promotes tolerance and empathy for different views and opinions in society. It also fights violent extremism through encouraging the development of critical thinking and extra-curricular interests amongst the youth of Bangladesh. Through the use of a purpose-built website together with social media, the project recorded over 10 million hits on Facebook alone over a two-month period.

**Practical example**
Law enforcement agencies in Kyrgyzstan initiate action groups and invite students to assist in identifying and reporting internet content promoting terrorism, extremism, or violence. Students are also engaged in awareness raising campaigns and dissemination of anti-extremist materials through online forums and social media.\(^1\)

- The use of victims and former radicals. Victims and former radicals who have walked away from violence possess heightened credibility and can create more empathetic connections with audiences. Additionally, victims' experiences may show the dangers and real-life results of terrorism, helping people understand its harmful impact. With regard to former terrorists, their experiences may help to discredit terrorist messages, while at the same time adding credibility to counter-narratives (which would not necessarily be the case if the source of the message was governmental). There are a number of notable examples of former extremists whose messages appear to have made an impact within extremist circles.

**Practical example**
Sweden’s “Exit” program supports young people to leave violent extremist movements. In addition to receiving support from social workers, the program hires former extremists as mentors. The mentors, having been in the same situation, appear as legitimate role models. Furthermore, they are more qualified than others to understand the struggles of youth and know what is needed to help them navigate their way out of extremist networks.\(^2\)

- **Enhancement of critical thinking.** Ultimately, the prevention of radicalization is a task of strengthening society against the impact of terrorist messaging. Initiatives enhancing critical thinking will increase the ability to think independently and identify the flaws in exploitative propaganda.

- **Gender considerations.** A P/CVE strategy should plan for and implement gender-based considerations in the development of counter-narratives. For example, narratives may need to counter messages which frame participation in a violent extremist group as an opportunity to fulfill traditional gender roles (such as taking on the role of a spouse or a

---


\(^2\) Fryshuset. Available at [https://fryshuset.se/en-english/]. Fryshuset is the youth centre where the Exit programme and other programmes originate.

mother) or to achieve empowerment, responsibility, and autonomy (such as taking part in recruitment efforts or nursing). Counter-narratives to these recruitment messages may highlight the factual dangers of participation in the terrorist group or the falsehoods of the recruitment message itself. Bearing in mind that gender equality is a fundamental human rights concern, P/CVE policymakers should seek to promote gender equality both for its own sake and to reduce the attractive force of recruitment messages preying on gender-related grievances. To that end, CSO partnership is encouraged because local CSOs may already study and possess crucial data regarding gender inequality, particularly at local levels.

Finally, women are well positioned to create counter violent extremist narratives and draw family members away from violent extremist groups and ideology. There are a number of initiatives that reflect this, including:

**Sisters Against Violent Extremism (SAVE)** in Austria was established to provide a network for women working against violent extremism. It serves as a platform to create and deliver tools required to challenge extremist ideologies and to develop alternative strategies in addressing extremism. The network includes women with personal connections to violent extremism, either as former extremists themselves or as survivors of attacks.

**Mothers for Life** is a unique global network of mothers who have direct experience with family members attracted to an extremist ideology, most cases of which involve husbands, sons, and daughters leaving to join ISIL (Da'esh). The network aims to coordinate activities and provide guidance, and counsel. Mothers for Life also aims to create strong and convincing counter narratives in an effort to prevent individuals from becoming involved with extremist networks and activities.

**Javononi Peshsaf** is a CSO from Tajikistan whose aims include enhancing the role of women and youth for peace and security, prevention of domestic violence, and prevention of violent extremism, in partnership with the police. The organization conducted research in 20 villages in Penjikent to discover why youth are joining violent extremist groups.

**Women Against Violent Extremism** is an initiative by Mutakallim, a Kyrgyz NGO, which protects and advances the rights of Muslim women. Women are engaged in prevention work, especially by facilitating discussion and dialogue on violent extremism, and providing awareness on the dangers of violent extremist and terrorist groups.

**The Committee on Women and Family Affairs** in Tajikistan, which has 110 Information and Consultation Centres across the country, is a counterpart for some women seeking ways to address violent extremism in their families. This infrastructure has occasionally been used for awareness raising on violent extremism, and in Dushanbe some mothers have been trained on how to detect signs of growing extremism within their families. The Committee shot a PVE documentary, shown by local branches, in which mothers share their grief by talking about their children who left to join ISIS.

---

64 German Institute on Radicalization and De-radicalization Studies: Mothers for Life. Available at http://girds.org/mothersforlife.
3.3 Organizational Considerations

- **Competent local delivery of the national strategy.** Ministries and departments across national governments should be involved in delivering the P/CVE strategy; states must effectively coordinate and deliver that strategy, first and foremost, at the local level. For example, in March 2010, the UK House of Commons “Communities and Local Governments Committee” published a report stressing that “communities must be at the centre of the response to violent extremism”. This conclusion is based on the view that local actors such as families, teachers, and youth workers are best positioned to understand local factors and to lead implementation of P/CVE programs. The report also notes, however, that a high level of training and experience may be needed to respond to complex situations. Local actors have a vital role in P/CVE, but must receive sufficient training to be effective and to act without undermining national policies.68

- **Avoid contradictory efforts.** The governmental authorities must be mindful of the effects of implementing P/CVE initiatives alongside criminal justice-based initiatives, particularly when incompatible initiatives fall under common management. The UK “Communities and Local Governments Committee” report noted this problem by comparing two parallel initiatives – one for building community cohesion and one for crime prevention. While the former sought to minimize the Muslim community’s isolation within the general population, the latter had the effect of raising scrutiny on the Muslim population and its potential ties to violent extremist activity. These programs were found to be incompatible; the committee recommended different ministries to take charge of each program.69

- **Perform a localized threat analysis.** Managing the risks associated with terrorist activity, especially relating to returning FTFs, requires developing a comprehensive understanding of the localized threat picture. Also, decisions on managing the conditions in which extremism can develop, need to be made at the local level, based upon local risk assessments. In doing this, not only can local areas be categorised to inform national priorities, but also the number of local returnees and the areas to which they are returning can be determined. This, in turn, informs analysis of travel patterns and allows effective resource allocation and multi-agency support. A clear local picture also ensures that returnees are not situated in close proximity to each other.

---


---

**Try it for yourself**
- If there are no localized threat analyses in place, consider creating one.
- If one exists, perhaps look at creating a threat analysis of a particular threat or problem (such as large numbers of fighters returning, or on activities of local recruiters).
Techniques to consider:
- **5 W**'s and **H** questions: *(Who, What, Why, Where, When and How)* for the threat and for mitigating responses
- Information sources on the threat
- Identify stakeholders
- Horizon Scanning techniques – imagine the effect on the following conditions:
  - Political; Economic; Social; Technological; Legal; Environmental

Examples of risk assessments and processes include the “Prevent risk assessment and action plan” for Norfolk (a UK county)70 and the EU RAN “Violent Extremism Risk Assessment, version 2” (VERA-2R).71

- **Create or modify management posts.** Consideration should be given to either creating one or more official posts or to simply adjusting the responsibilities of a pre-existing role to coordinate the required response and ensure effective management and direction of a P/CVE strategy. For example, officials in an already-existing counter-terrorism office may be able to smoothly transition into a position dealing with P/CVE. On the other hand, staffing a P/CVE office with persons from the civil society sector allows those managers to leverage their already-existing networks for governmental P/CVE efforts. Consider also the following points:
  - Resources (Where will the budget for new personnel come from, and likewise, where will these new staff be based?)
  - Does the seniority or standing of the new position (for example, in grade of post) command respect and ensure cooperation?
  - Autonomy – it is good practice that the person(s) appointed are able to set strategies and hold their own budget (particularly true at localized level).
  - Regional cooperation - There may be elements of good practice already in place within the regional setting. Establishing regional cooperation mechanisms will assist in promoting those good practices.

- **Coordinate through working groups.** It is important to ensure that responsive feedback is gained from all stakeholders, from the grassroots level (such as community members) to the senior levels of government. With that in mind, many States have developed working or steering groups to ensure coordination and feedback from the various stakeholders, such as government representatives, international and regional organisations, law enforcement, community leaders, and other relevant professionals. Working groups can be organised in various ways:

---


• Regional working groups (which can coordinate activities within a geographic region)
• Risk assessment working groups (for example, the UK Channel panel determines actions for “at risk” individuals)\(^{72}\)
• Ad-hoc or specific issue working groups (for example, a group can focus on the issue of returning families from Syria and Iraq)\(^{73}\)

<table>
<thead>
<tr>
<th>Considerations on forming working groups</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Try to use pre-existing structures if possible (avoid creating new structures just for the sake of it).</td>
</tr>
<tr>
<td>• Consider the amount of time that those involved will need to dedicate to a working group – are those involved able to give up this time on a regular basis?</td>
</tr>
<tr>
<td>• Wherever possible, meet in person, but also have the ability to meet and coordinate by phone or computer if necessary.</td>
</tr>
<tr>
<td>• Have clearly defined roles and ensure that those assigned specific roles (such as Chair) are of significant enough standing to be respected and listened to.</td>
</tr>
<tr>
<td>• Try to avoid duplication (i.e. local working group, regional working group, police working group, and/or policy owner working group, all doing the same thing).</td>
</tr>
<tr>
<td>• Consider the size of the working group – this should be as small as possible, particularly if the group is tasked with discussing actual cases (i.e. how to manage the risk of a returning family to the local community). Ways to manage this can include having a smaller core group that attend every meeting, and then adding specific relevant experts (such as mental health workers, theological mentors) for individual cases. These experts discuss only the cases they deal with and then leave following this discussion, not attending the whole meeting.</td>
</tr>
<tr>
<td>• Ensure proper information security of all meetings and cases discussed, and have participants sign and adhere to confidentiality agreements.</td>
</tr>
</tbody>
</table>

3.4 Benefits of Civil Society Involvement

The existence of violent extremism and threats of future terrorist attacks in Central Asia, together with the fact that individuals returning from conflict zones in Syria and Iraq could seek to exploit the region as a refuge, underlines the need for Central Asian states to adopt holistic local, regional, and national strategies and policies to effectively address the issues surrounding those risks and threats.

Although until recently the priority of the states within the region has been to adopt a “hard response” using traditional criminal law approaches, the progress and trends in combating the radicalization and recruitment process, as well as the evolution in the extremist narrative regarding recruiting, demonstrates that alternative approaches involving communities and collaboration with society are, increasingly, a necessity.

The implementation of P/CVE strategies should be coordinated by an agency or department that has assumed leadership in the P/CVE domain. Implementation partners should include

---

\(^{72}\) Channel panels are part of the UK Counter Terrorism Strategy (CONTEST) and are a multi-agency approach to identify and provide support to individuals who are at risk of being drawn into terrorism. See [https://www.gov.uk/government/publications/channel-guidance](https://www.gov.uk/government/publications/channel-guidance).

\(^{73}\) For examples on ad-hoc working groups, see Radicalisation Awareness Network “Responses to returnees: Foreign terrorist fighters and their families” (July 2017). Available at [https://ec.europa.eu/home-affairs/sites/homeaffairs/files/ran_br_a4_m10_en.pdf](https://ec.europa.eu/home-affairs/sites/homeaffairs/files/ran_br_a4_m10_en.pdf).
actors from CSOs, which can provide expertise and services ranging from health care to education to family assistance. Their involvement can prevent the radicalization or travel of would-be FTFs, as well as facilitate the reintegration and rehabilitation of returnees and their families.

There are many crucial reasons for including CSOs in the P/CVE plan:

- **Credibility.** As discussed above, P/CVE messengers must be credible. Often, P/CVE programmes led by governmental agencies do not achieve the desired amount of credibility among the communities at whom they are directed – generally, target communities hold suspicion and even anger against the government. Therefore, it is necessary to rely on the collaboration of CSOs, which are less likely to be rejected or to have their motivations questioned.

  Credibility is essential for CSOs implementing “mentorship” de-radicalization and disengagement programmes for FTFs and returnees, as open communication between mentor and mentee requires a high degree of trust. This trust will likely be easier to achieve when the mentor is not associated with government authorities.

  By extension, the visible faces of these programmes should be individuals who generate confidence and empathy in the target audience. These individuals often require significant logistical support, assistance, and training to craft narratives (what to say) and access the target audience (how, when, and where to say it). Local civic organizations may provide this assistance more efficiently than regional or national government offices.

- **Access to CSO networks.** Collaboration with CSOs regarding P/CVE leads to the possibility of leveraging existing CSO networks, which will amplify the effectiveness and delivery of messages. Access to certain areas of the community may only be possible through cooperation with specific CSOs and their networks.

- **Greater access to marginalized groups.** Collaborating with CSOs in P/CVE planning facilitates access to a wide range of social groups and individuals who, beforehand, may have had difficulty in direct engagement with authorities without being rejected or ignored. CSOs thus facilitate access to larger audiences.

- **Knowledge of the vulnerable populations.** CSOs can articulate the needs of the local communities where they work. In terms of FTF and returnees’ families, local CSOs can obtain information about individual needs, where a governmental authority may otherwise be rejected.

- **Reputation management within the target community.** A P/CVE strategy should identify and anticipate possible threats to its own reputation within the target community. CSOs
are often better-placed within the community to identify and mitigate these threats. CSOs should perform this function during the pre-implementation stage, and likewise, measure their effectiveness in the monitoring and evaluation stage.

- **Legitimacy of P/CVE policies involving law enforcement.** CSO collaboration with law enforcement bodies focusing on counter-terrorism can build respect for lawful authority and increase the community’s candour with law enforcement, enabling early detection of radicalization and more effective investigations. At the same time, specialized CSOs may work with law enforcement to motivate greater compliance with rule of law standards in investigations and prosecutions.

### 3.4.1 Methodology for CSO engagement in P/CVE strategies

In developing P/CVE plans where CSO engagement is desirable, planners can follow the flowchart below. This section will explain each step of the process in detail.

![Flowchart of steps for engaging with CSOs](image)

**Figure 1: Flowchart of steps for engaging with CSOs**

*Needs assessment:* Prior to designing a plan or activity, a needs assessment should be undertaken in order to identify areas that would benefit from the support of, or collaboration with, CSOs. A few simple questions can provide information on specific areas where such collaboration may be beneficial.

- Is there sufficient knowledge of the target audience?
- Is there credibility to effectively reach the target audience and to build a strong bond with that audience?
- Are the necessary legal and logistical structures in place to assist in P/CVE implementation?

*Identification:* In order to ensure the correct CSOs are identified for specific activities, it is desirable to have information on their structure, degree of expertise, and capabilities. The use
of a simple matrix can facilitate the work of the government agency that assumes leadership and coordination of the P/CVE plan, as it assists in identifying predefined criteria of the CSO in question.

**Prioritization:** Once the CSOs have been identified, the process of prioritization should be undertaken in order to ensure that each CSO implements the activities within their expertise, while adhering to the fundamental objectives in the P/CVE plan. For example, where activities are related to interventions within schools, CSOs from the local area that can build relationships with the target audience (e.g. school pupils) should be given priority. Additionally, previous experience would suggest that victims’ associations, or associations of relatives of radicalized youth, working in coordination with governmental authorities and through their own networks, are often the most effective CSO collaborators for P/CVE activities.

**Action plan:** It is important to identify the model of action and collaboration that will be maintained with the different CSOs that are involved in the P/CVE plan – in particular, the stage of involvement of the CSOs. Four stages are described below.

![Diagram](image)

**Figure 2:** Four main stages of possible CSO involvement

- **Agenda:** establishing priorities. CSOs can be included during agenda planning to take advantage of their in-depth knowledge of the target audience (including trends and community needs). Likewise, their participation can generate credibility and build confidence within society at large, validating future activity in relation to P/CVE and counter-terrorism. CSO inclusion in planning should be formalized, thus giving the CSO standing as a partner of the government. This demonstration of official collaboration will help to strengthen the trust of the parties involved, fortifying the working relationship between these parties. The use of informal consultation conferences is also a consideration, as it gauges the atmosphere and approaches between the participating organizations and the general society.
• Drafting the plan. Once the priorities of the P/CVE plan are identified, drafting the national or regional P/CVE plan may require collaboration from CSOs, either from the beginning of the design process or to provide input once that has been completed. Academic centres that have experts in this field, along with CSOs with a profound knowledge of the target population, are partners for consideration for inclusion as collaborators.

• Implementing. CSOs can directly implement aspects of the P/CVE plan, or the government may finance existing CSO projects that are directly associated with the objectives and national strategy of the P/CVE plan.

• Monitoring and evaluating. The monitoring and evaluation of the results and effectiveness of a plan or activity can be enhanced by the collaboration of CSOs. CSOs may perform surveys and interviews of programme participants more effectively than deploying an evaluator from a central government office.

Support and training for CSOs: Collaboration and cooperation with CSOs may highlight areas for improvement. Addressing these issues will increase the effectiveness of the P/CVE plan. Training activities relating to the use of social networks and the creation of online campaigns or the simple constitution of forums in which CSOs collaboration regarding P/CVE are evident are effective in strengthening these organizations and will reinforce coordination and cooperation within them. Financing of projects is, undoubtedly, another aspect that will enhance these organizations and therefore positively contribute to the effective implementation of a national or regional plan. Training given to CSOs, focused on empowering them in their work as government partners in P/CVE, may focus on, among other things, developing knowledge in relation to the design, launch, management, and monitoring of programmes.

Evaluation of CSO: It is also necessary to implement evaluation of the relationship with CSOs. Periodic monitoring meetings between the staff of these CSOs and the governmental agencies to ensure that the adequate degree of communication between both is achieved, is essential. This will ensure that the expectations of both parties are met and will provide a platform through which engagement can be modified or adapted to current situations.

3.4.2 Community Engagement

Key elements to bear in mind when dealing with community engagement include:

• Families
  Families are key to understanding the radicalization process of the individual and, in the same way, are critical to facilitate the disengagement process. Families are also in a position to inform engagement with, and the relocation of, returning fighters as they may have critical information on the needs and antecedents of those returnees. To
guarantee this active involvement, a mutual trustful and understanding relationship with the authorities must be built beforehand. Collaboration of local CSOs at this point is crucial to avoid creating the feeling of being under scrutiny and suspicion. Active engagement will help build the necessary resilience amongst families to avoid future potential radicalization of other siblings who could feel attracted by the phenomenon.

• Police

Local police officers have a special role in terms of community engagement, as they can not only recognise the first signal of radicalization, but also receive information from other local actors or even relatives themselves. In order to effectively carry out these functions, several practical steps should be considered:

- A “two-way” relationship between the families and the local police officer must be established. This should not only be based on receiving information but on providing advice and support during the de-radicalization and disengagement processes.

- It is essential to deliver specific programmes together with other local organisations to create networks of trust in order to gather the correct information about radicalized individuals and/or returnees, and to build the proper local network to support these affected families. Specific protocols to share this information should be recorded.

- Providing law enforcement staff with appropriate training in terms of community engagement, approaches, CSO management, and how to approach and deal with sensitive situations is essential.

- Establishing personal contact between CSO and the local police team is highly effective in building resilience and developing a solid relationship with affected families, without the fear that they (the families) are being screened or persecuted.

- It is crucial to introduce a prevention-focused policy involving law enforcement, especially within the local community police, allocating the necessary budget to these tasks. Encourage authorities to provide their staff with the specific capacity building input and promote community and local CSOs involvement.
4. CONCLUSION

These guidelines set out the menu of options available when creating P/CVE strategy. As the focus shifts to domestic threats, we must look at the causes behind violent extremism, as well as prevention. But there is no “one-size-fits-all” approach and programmes must be tailored considering overall goals, strengths, and situations. CSOs have a major role to play in P/CVE as well and should be leveraged along with other community partners. Many people, from former extremists, clergy, to the youth, have a role to play and can be included in successful P/CVE programmes. Success depends on being willing to adapt and change as quickly as the threat does.

Please visit our website, www.capve.org, for the latest news and information related to P/CVE in Central Asia.